
CAUTION... 
 
Phishing is a type of online scam where criminals send an email that 
appears to be from a legitimate company and ask you to provide sensitive 
information or even credit cards. Beth Emeth, and the officers of the 
temple, will never ask you via email for a personal information such as 
passwords, or credit card numbers.  
 
Some ways you can keep yourself safe: 
* Hover your mouse over the address the email is coming from. If it doesn't 
seem like someone you know, don't open it. Most often, emails coming 
from Beth Emeth include .BethEmethAlbany.org. 
 
* Grammatical Errors are notorious in scamming emails. 
* Be wary of clicking on links or calling phone numbers found in suspicious 
emails 
* Do not forward the email to others 
* You can always open up a new tab on your browser and type in our 
website (www.BethEmethAlbany.org) to find what you need.  
 
Please know, we aren't responsible for these issues. While we would love 
to be able to avoid them occurring, because of our social media and online 
presence, we are sometimes a target, exposing ourselves to fraud.  
 


