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SUPERIOR COURT OF THE DISTRICT OF COLUMBIA
SEARCH WARRANT T cue 1574

THE CHIEF OF POLICE OR ANY AUTHORIZED AGENT OF THE METROPOLITAN POLICE DEPARTMENT

{Specific Law Enforcemant Officer or Classification of Officer of the Metropolitan Police Department or other Authorized Agency)

TO:

Affidavit, herewith attached, having been made beforeme by Detective George Desilva Of The Second District
Investigative Unit

that on the {person) {premises) {vehicle) (object) known as The entire device known as a
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in the Districfof Columbia, there is now béing concealed certain property,

To include images, videos, photogfaphic or video images,
And any other digital files stored on the device or its memory card or cards

that he has probable cause to believe
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which is _Property which constitutes the commission of a criminal offense and evidence of Voyeurism (22-3531)  and as | am satisified
{Alleged grounds for selzure)

that there is probable cause to believe that the property so described is being concealed on the above designated (person} {premises)
{vehicle} (object) and that the foregoing grounds for issuance of the warrant exist.

YOU ARE HEREBY AUTHORIZED within 10 days of the date of issuance of this warrant to search in the

daytimefat any time of the
day or night, the designated (person) {premises) (vehicle) {object) for the property specified and if the property be found there.

YOU ARE COMMANDED TO SEIZE IT, TO WRITE AND SUBSCRIBE an inventory of the property seized, to leave a copy of this
warrant and return to file, a further copy of this warrant and return with the Court on the next Court day after its execution.

Issued this 0% day of M < , 20 J e Q(DO’V\ %&Ma'\
¢/ Judge, Supefior Court of the Distriet of Columbla
RETURN
 received the above detailed warrant o1

. , 20 and have executed it as follows:
On » 20, at

_‘ M., | searched the.,
(person) {premises) (vehicles) (object) described in the warrant and | left a copy of the warrant and return with = = o
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properly. posted:
{Nare of person searched or cwner, occupant, custodian or person present at place of search) * P
The following is an inventory of the property taken pursuant to this warrant; ~3

This inventory was made in the presence of

I swear that this is a true and detailed account of all pronerty faken bv me under this warrant,

Executing Officer
Subscribed and sworn to before me this

day of , 20

Judge, Superior Court of the District of Columbia
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METROPOLITAN POLICE DEPARTMENT
Washington, D.C.
AFFIDAVIT IN SUPPORT OF AN APPLICATION FOR A SEARCH WARRANT
Superior Court of the District of Columbia

THE PROPERTY TO IBE SEARCHED IS: FIVE 16-GB SD CARDS; EIGHT 8-GB SD
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TWO 32-GB MINI-SD CARDS; TWO 8-GB MINI-SD CARDS; ONE WESTERN
DIGITAL MY PASSPORT EXTERNAL HARD DRIVE, SERIAL NUMBER
WXFIE7IPWCCS; ONE MAXTER ONE TOUCH EXTERNAL HARD DRIVE, ‘
SERIAL NUMBER 2ZHAPDW73; ONE 8-GB SAN DISK CRUISER MEMORY STICK
HARD DRIVE; ONE PNY 2-GB MEMORY STICK HARD DRIVE; ONE
SECUREMATE TISSUE CAMERA, SERIAL NUMBER 01TB11X0079; ONE
SE'CUREMATE CLOCK CAMERA; ONE DELL LAPTOP COMPUTER, MODE

COLLEGE OF LIBERAL ARTS BUILDING TOWSON, MARYLAND, AND -
TRANSFERRED TO THE CUSTODY OF COMPUTER FORENSIC ANALYSTS AT _
THE UNITED STATES ATTORNEY’S OFFICE, AND CURRENTLY IN THEIR

QSSESSION

AFFIANT INFORMATION: Your affiant in this matter is Detective George Desilva of the Metropolitan
Police Department’s Second District Detective Unit.
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Your affiant has been a sworn member of the Metropolitan Police Department for approximately 25 years. I
am currently a Detective Grade Two, assigned to the Second District Investigative Unit. I have been assigned
to the Intelligence Unit, Homicide Branch, Sixth and Seventh District Investigative Unit and the Second
District Investigative Unit and have been a detective for approximately 14 years. Over the past 25 years, I
have been involved in hundreds of investigations and arrests of individuals for criminal offenses. In addition,
I have been involved in obtaining and executing numerous search warrants.

The information in this affidavit is based on my personal knowledge and review electronic devices including a
SD card, of records, documents, and other physical evidence obtained during this investigation, as well as
information conveyed to me by other law enforcement officials. The information in this affidavit is also based
on information I learned from John Marsh, a computer forensic examiner employed with the United States
Attorney’s Office. This affidavit does not include each and every fact known to the government but only
those necessary to support a finding of probable cause.

STATEMENT OF FACTS:

In the late evening of October 13, 2014, a Second District Metropolitan Police Department (MPD)
Investigator applied for, and obtained, an emergency D.C. Superior Court search warrant to examine the
contents of an audio and video recording device which had been disguised as a digital clock radio (hereinafter
referred to as the “Recording Device™). MPD obtained the Recording Device from an individual who
retrieved it on October 12, 2014, from the changing/showering area in the basement of the National Capital
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- Mikvah, 1308 28" Street, N.W., Washington, D.C., which changing/showering area is connected to a room
with a Jewish ritual bath (also known as a “Mikvah™) (the Mikvah is the National Capital Mikvah). An
individual associated with the Mikvah informed MPD that IT had previously seen the defendant Barry
Freundel (DOB 12/16/51, PDID 686097), the Rabbi at Kesher Israel Congregation at 2801 N. Street, NW,
Washington, D.C., which is across a courtyard from, and affiliated with, the National Capital Mikvah,
plugging in and operating what looked like the Recording Device in the changing/showering area of the
Ditkval, 11 Gid not kKuow ibal ine Recording Device was anyihing oiber thau s dighial ciock radio and oniy
learned of its recording capacity on October 12, 2014, The Mikvah located at this location is across the
courtyard from, and affiliated with, the Jewish synagogue, Kesher Israel. The female members of the Kesher
Israel Synagogue, and individuals going through an Orthodox Jewish conversation process, frequently use the
facilities at the National Capital Mikvah.

Your Affiant, along with a forensic computer examiner, viewed the audio and video contents of the Recording
Device pursuant to the execution of the search warrant. Through open source databases and information
obtained from an individual associated with the Mikvah, Your Affiant was able to identify the defendant as
being the person depicted in the Recording Device setting up and manipulating the Recording Device which
Recording Device surreptitiousty and secretively captured at least six women totally or partially undressed and
changing clothes without these women’s knowledge and consent.

The defendant is seen on numerous occasions setting up and operating the Recording Device in the showering
and changing area connected to the Mikvah. The defendant is seen positioning the Recording Device so that it
faced the shower and, by so doing, the Recording Device was able to capture unsuspecting women totally or
partially undressed or changing clothes without their knowledge and consent,

Three videos on the Recording Device dated June 2, 2014, capture two women separately partially undressing
or changing clothes in the changing/showering room. Neither woman appears to know that she is being
recorded by the Recording Device. :

Again on September 13, 2014 (which date is reflected on the video) the defendant is seen manipulating the
Recording Device while pointing the camera directly toward his face. His voice is heard on the recording.
The Defendant appears to be correcting the Recording Device’s displayed time before positioning it on the
counter facing the shower stall area. Four women captured in approx1mately six videos totally or partially
undressed or changing clothes before taking a shower. Each is in the room individually. They are shown
without clothing before entering the shower. The video captures them exiting the shower and drying off
before getting dressed. Through my observations of the Recording Device it appears that these women do not
know that the Recording Device is, in fact, recording them and that they are being recorded as they are
undressing. There is no indication that the six women depicted changing and partially or totally naked
consented to having their nalked body photographed.

A file dated October 6, 2014, depicts the defendant again placing the camera in the changing room facing the
shower room. Later that sanie date a video confirms information obtained from the individual associated with
the Mikvah who recovered the camera from the changing/showering room. The date stamp at this instant was
approximately six days prior to the actual date, thus the date on the video may not be accurate.

On October 14, 2014, a D.C. Superior Court Search Warrant was executed at the defendant’s residence at
3026 O. Street, NW, Washington, ID.C. At that time, the defendant was also arrested. Located at the
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defendant’s residence, in his bedroom, was the manual for the Recording Device. Preliminary computer
forensic examinations, and analysis of other items seized from the defendant’s home, reveal numerous media
storage devices consistent with the one used in the Recording Device and other items with surreptitious audio
and video recording capacity. At least one additional object capable of surreptitious video recording was
seized from the defendant’s residence. A manual for another surreptitious video recording device (disguised
as a fan) was also seized. Preliminary computer forensic examination also reveals that the defendant has been
cngaging {n tho criminal act of voysuiisin with use of sevesal devices and over d period of ilme, During ihe
preliminary stage of the investigation of this case numerous individuals have reported to law enforcement
officers that they believe they, also, may have been surreptitiously recorded in the changing area to the
Mikvah or the Mikvah itself.

~ Beginning on or about October 15, 2014, your Affiant Desilva determined that the defendant may be an
Associate Professor at a nearby University located in Towson, MD. Your Affiant confirmed through further
investigation that the defendant was indeed a full-time Associate Professor at Towson, date of hire August 12,
2009, date of tenure August 22, 2012, with an office verified in room 3139 of Towson’s College of Liberal
Arts Building in which he is believed to be the sole occupant.

On October 15, 2014, Towson University suspended all rights and privileges of the defendant at Towson
University until the government’s ongoing investigations are concluded. The University’s Administration

- announced to the defendant’s students and alumni the charges and on-going criminal investigation. The
announcement asked any students that may be impacted by the on~-going criminal investigation to notify the
Towson University Police Department (TUPD). Since that time, several young female students contacted
TUPD, several of whom advised that they made the trip to Kesher Israel Congregation in Washington D.C., at
the request of the defendant. Some participated in the bathing ritual at the Mikvah. As a result of the
forgoing, Your Affiant, along with Sergeant James Moynihan of the Towson University Police Department,
applied for a search warrant of the defendant’s office, room 3139, of Towson’s College of Liberal Arts
Building, which application was signed by a judge of the District Court of Maryland for Baltimore County.
The search warrant was executed on October 21, 2014, During the execution of the search warrant, the
following devices and items, among others, were recovered from the defendant’s office. Following seizure of
these items Your Affiant and other law enforcement agents took control of the following devices and items
and transferred possession of them to John Marsh, computer forensic analyst at the United States Attorney’s
Office in Washington. Mr. Marsh has been in possession of the following devices and items since then. The
devices and items seized from the defendant’s office at Towson University included the following:

FIVE 16-GB SD CARDS; EIGHT 8-GB SD CARDS; FOUR 4-GB SD CARDS; TWO 2-GB SD CARDS;
ONE 1-GB SD CARD; TWO 32-GB MINI-SD CARDS; TWO 8-GB MINI-SD CARDS; ONE WESTERN
DIGITAL MY PASSPORT EXTERNAL HARD DRIVE, SERIAL NUMBER WXF1E71PWCC5; ONE
MAXTER ONE TOUCH EXTERNAL HARD DRIVE, SERIAL NUMBER 2HAPDW73; ONE 8-GB SAN
DISK CRUISER MEMORY STICK HARD DRIVE; ONE PNY 2-GB MEMORY STICK HARD DRIVE;
ONE SECUREMATE TISSUE CAMERA, SERIAL NUMBER 01TB11K0079; ONE SECUREMATE
CLOCK CAMERA; ONE DELL LAPTOP COMPUTER, MODEL 1758000, SERIAL NUMBER
32695861969; 33 FLOPPY DISKS

3 DAY
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CONCLUSION

Based on the foregoing facts and information, there is probable cause to believe that within the following list
of deviceg and items, there is evidence of the crime of voyeurism:

FIVE 16-GB SD CARDS; EIGHT 8-GB SD CARDS; FOUR 4-GB SD CARDS; TWO 2-GB SD CARDS;
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OiNe 1-U0 B0 CARL, T w o 32-0D M=o CARDS; TWO 3-0D MLVI-SL CARDS,; ONE WESTERN
DIGITAL MY PASSPORT EXTERNAL HARD DRIVE, SERIAL NUMBER WXF1E71PWCCS; ONE
MAXTER ONE TOUCH EXTERNAL HARD DRIVE, SERIAL NUMBER 2HAPDW73; ONE 8-GB SAN
DISK CRUISER MEMORY STICK HARD DRIVE; ONE PNY 2-GB MEMORY STICK HARD DRIVE;
ONE SECUREMATE TISSUE CAMERA, SERIAL NUMBER 01TB11K0079; ONE SECUREMATE
CLOCK CAMERA; ONE RUTER, MODEI. 1758000, SEREAL-NUMBER

OOM 3139 OF TOWSON’S COLLEGE OF LIBERAL ARTS BUILDING, TOWSON, MARYLAND
AND TRANSFERRED TO THE CUSTODY OF COMPUTER FORENSIC ANALYSTS AT THE UNITED
STATES ATTORNEY'S OFFICE, AND CURRENTLY IN THEIR POSSESSION

Your Affiant respectfully requests that a D.C Superior Court Search Warrant be issued to search the entire
contents of the above-listed deviceg for;ﬂaénon other things, the following things:
- /B
Files, records, photographs or any other digital media which is evidence of the crime of voyeurism.
These may be secreted in computer software consisting of digital information, which can be
interpreted, by a computer and any of its related components to direct the way they work, Software
is stored in electronic, magnetic, optical, or other digital form. It commonly includes programs to
run operating systems, applications (like word-processing, graphics, or spreadsheet programs),
utilities, compilers, interpreters, and communications programs. Any files, photographs or other
records created by these programs.

Computer-related documentation consisting of written, recorded, printed, or
electronically stored material, which explains or illustrates how to configure or use the
computer hardware, software, or other related items.

Computer passwords and other data security devices that are designated to restrict access
to or hide computer software, documentation, or data. Data security devices may consist
of hardware, software, or other programming code. A password usually operates as a sort
of digital key to “unlock” particular data security devices. Data security hardware may
include encryption devices, chips, and circuit boards. Data security software or digital
codes may include programming code that creates “test” keys or “hot” keys, which
perform user-defined security-related functions when activated. Data security software
or code which might also encrypt, compress, hide or “booby-trap” protected data to make
it inaccessible or unreadable as well as reverse the process to restore the data.

Logs of electronic communications, disks of communications, hard copies of
communications, audio cassette tapes of communications, calendars, appointment books,
telephone number lists, incoming and outgoing facsimile messages, and any '

documentation, telephone records.
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The terms “records,” “documents,” and “materials” include all of the foregoing items of
evidence in whatever form and by whatever means such records, documents, or materials,
their drafters, or their modifications may have been created or stored, including, but not
limited fo, any handmade form (such as writing, drawing, painting, with any implement
on any surface, directly or indirectly); any photographic form (such as microfilm,
microfiche, prints, slides, negatives, videotapes, motion pictures, photocopies); any
miechanical form (such as tape recordings, casseties, compact discs, or any mnformation
on an electronic or magnetic storage device, such as floppy diskettes, hard disks, zip
disks, CD-ROMs, optical discs, printer buffers, smart cards, memory calcuiators
electronic dialers, Bernoulli drives, or electronic notebooks, as well as printouts or
readouts from magnetic storage devices).
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Detectlve George Desilva
Second District Detectives Office
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Subscribed and sworn to me this QOD/W{ day of @,@/ﬁ T , 2014 .3_
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Superior Court of the District of Columbia



SUPERIOR COURT OF THE DISTRICT OF COLUMBIA

SEARCH WARRANT ort case 7§76

TO: THE CHIEF OF POLICE OR ANY AUTHORIZED AGENT OF THE METROPOLITAN POLICE DEPARTMENT

(Specific Law Enforcement Officer or Classification of Officer of the Metropolitan Police Department or other Authorized Agency)

Affidavit, herewith attached, having been made before me by  Detective George Desilva Of The Second District

Investigative Unit that he has probable cause to believe
that on the (person) {premises) (vehicle) (object) known as The entire device known as a

DELL LAPTOP COMPUTER, MODEL 1758000. THE DEVICE BEARS A SERIAL NUMBER OF: 32695861969

in the District of Columbia, there is now being concealed certain property,  To include images, videos, photographic or video images,
And any other digital files stored on the device or its memory card or cards

which is _Property which constitutes the commission of a criminal offense and evidence of Voyeurism {22-3531)  and as | am satisified
{Alleged grounds for seizure}

that there is probable cause to believe that the property so described is being concealed on the above designated (person) (premises)
{(vehicle) (object) and that the foregoing grounds for issuance of the warrant exist.

YOU ARE HEREBY AUTHORIZED within 10 days of the date of issuance of this warrant to search in the daytime/at any time of the
day or night, the designated {person) (premises) (vehicle) (object) for the property specified and if the property be found there.

YOU ARE COMMANDED TO SEIZE IT, TO WRITE AND SUBSCRIBE an inventory of the property seized, to leave a copy of this
warrant and return to file, a further copy of this warrant and return with the Court on the next Court day afier its execution,

ssuedthis O Yayor (Defb - ,20 [L§ (\@m 2 UKo

Judge, Shperlor Court of the District of Columbia

RETURN i,

| received the above detailed warrant o1 ), 20 and have executed |t as:i‘oilows
On . 20 , at
(person) (premises) (vehicies) (ohject) described in the warrant and | left a copy of the warrant and return with

{Name of parson searched or owner, oecupant, custodian or person present at place of search)

ENIE

The following is an inventory of the property taken pursuant to this warrant:

This inventory was made in the presence of

I swear that this is a true and detailed account of all propertv taken bv me under this warrant.

Executing Officer
Subscribed and sworn to before me this day of , 20

Judge, Superior Court of the District of Columbia
Form GD{17)-105% ! Mar. B3
DITHE W23 Ancamited by Loy, 1. { g ¢ PrTIvias ©
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METROPOLITAN POLICE DEPARTMENT SK e SE
Washington, D.C.
AFFIDAVIT IN SUPPORT OF AN APPLICATION FOR A SEARCH WARRANT
Superior Court of the District of Columbia

THE PROPERTY TO BE SEARCHED IS: FIVE 16-GB SD CARDS; EIGHT 8-GB SD
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TWO 32-GB MINI-SD CARDS; TWO 8-GB MINI-SD CARDS; ONE WESTERN
DIGITAL MY PASSPORT EXTERNAL HARD DRIVE, SERIAL NUMBER
WXF1E71PWCCS5; ONE MAXTER ONE TOUCH EXTERNAL HARD DRIVE,

SERIAL NUMBER 2HAPDW73; ONE 8-GB SAN DISK CRUISER MEMORY STICK

HARD DRIVE; ONE PNY 2-GB MEMORY STICK HARD DRIVE; ONE

SECUREMATE TISSUE CAMERA, SERIAL NUMBER 01TB11K0079; ONE
SECUREMATE CLOCK CAMERA;ONEDELL LAPTOP COMPUTER, MO@M@

1758000, SERIAL NUMBER 3269586196933 FLOPPY DISKS SEIZED BY LAW
ENFORCEMENT ONOCTOBER 21, 2014, IN ROOM 3139 OF TOWSON’S
COLLEGE OF LIBERAL ARTS BUILDING, TOWSON, MARYLAND, AND
TRANSFERRED TO THE CUSTODY OF COMPUTER FORENSIC ANALYSTS AT
THE UNITED STATES ATTORNEY’S OFFICE, AND CURRENTLY IN THEIR
POSSESSION

AFFIANT INFORMATION: Your affiant in this matter is Detective George Desilva of the Metropolitan
Police Department’s Second District Detective Unit.

Your affiant has been a sworn member of the Metropolitan Police Department for approximately 25 years. I
am currently a Detective Grade Two, assigned to the Second District Investigative Unit. I have been assigned
to the Intelligence Unit, Homicide Branch, Sixth and Seventh District Investigative Unit and the Second
District Investigative Unit and have been a detective for approximately 14 years. Over the past 25 years, [ ‘
have been involved in hundreds of investigations and arrests of individuals for criminal offenses. In addition,
I have been involved in obtaining and executing numerous search warrants.

The information in this affidavit is based on my personal knowledge and review electronic devices including a
SD card, of records, documents, and other physical evidence obtained during this investigation, as well as
information conveyed to me by other law enforcement officials. The information in this affidavit is also based
on information I learned from John Marsh, a computer forensic examiner employed with the United States
Attorney’s Office. This affidavit does not include each and every fact known to the government but only
those necessary to support a finding of probable cause.

STATEMENT OF FACTS:

In the late evening of October 13, 2014, a Second District Metropolitan Police Department (MPD)
Investigator applied for, and obtained, an emergency D.C. Superior Court search warrant to examine the
contents of an audio and video recording device which had been disguised as a digital clock radio (hereinafter
referred to as the “Recording Device™). MPD obtained the Recording Device from an individual who -
retrieved it on October 12, 2014, from the changing/showering area in the basement of the National Capital
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Mikvah, 1308 28" Street, N.W., Washington, D.C., which changing/showering area is connected to a room
with a Jewish ritual bath (also known as a “Mikvah™) (the Mikvah is the National Capital Mikvah). An
individual associated with the Mikvah informed MPD that IT had previously seen the defendant Barry
Freundel (DOB 12/16/51, PDID 686097), the Rabbi at Kesher Israel Congregation at 2801 N, Street, NW,
Washington, D.C., which is across a courtyard from, and affiliated with, the National Capital Mikvah,
plugging in and operating what looked like the Recording Device in the changing/showering area of the
Miikvah. 1T Gid 0ot kuow dial ihe Recoiding Device was anyihing oiher ihan a digiial ciock radio and only
learned of its recording capacity on October 12, 2014. The Mikvah located at this location is across the
courtyard from, and affiliated with, the Jéwish synagogue, Kesher Israel. The female members of the Kesher
Israel Synagogue, and individuals going through an Orthodox Jewish conversation process, frequently use the
facilities at the National Capital Mikvah.

Your Affiant, along with a forensic computer examiner, viewed the audio and video contents of the Recording
Device pursuant to the execution of the search warrant. Through open source databases and information
obtained from an individual associated with the Mikvah, Your Affiant was able to identify the defendant as
being the person depicted in the Recording Device setting up and manipulating the Recording Device which
Recording Device surreptitiously and secretively captured at least six women totally or partially undressed and
changing clothes without these women’s knowledge and consent.

The defendant is seen on numerous occasions setting up and operating the Recording Device in the showering
and changing area connected to the Mikvah. The defendant is seen positioning the Recording Device so that it -
faced the shower and, by so doing, the Recording Device was able to capture unsuspecting women totally or
partially undressed or changing clothes without their knowledge and consent.

Az tof23]1y

Three videos on the Recording Device dated June 2, 2014, capture two women separately partially undressing
or changing clothes in the changing/showering room. Neither woman appears to know that she is being
recorded by the Recording Device.

Again on September 13, 2014 (which date is reflected on the video) the defendant is seen manipulating the
Recording Device while pointing the camera directly toward his face. His voice is heard on the recording.
The Defendant appears to be correcting the Recording Device’s displayed time before positioning it on the
counter facing the shower stall area. Four women captured in approximately six videos totally or partially
undressed or changing clothes before taking a shower. Each is in the room individually. They are shown
without clothing before entering the shower. The video captures them exiting the shower and drying off
before getting dressed. Through my observations of the Recording Device it appears that these women do not
know that the Recording Device is, in fact, recording them and that they are being recorded as they are

~ undressing. There is no indication that the six women depicted changing and partially or totally naked
consented to having their naked body photographed.

A file dated October 6, 2014, depicts the defendant again placing the camera in the changing room facing the
shower room. Later that same date a video confirms information obtained from the individual associated with
the Mikvah who recovered the camera from the changing/showering room. The date stamp at this instant was
approximately six days prior to the actual date, thus the date on the video may not be accurate.

On October 14, 2014, a D.C. Superior Court Search Warrant was executed at the defendant’s residence at
3026 O. Street, NW, Washington, D.C. At that time, the defendant was also arrested. Located at the
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defendant’s residence, in his bedroom, was the manual for the Recording Device. Preliminary computer
forensic examinations, and analysis of other items seized from the defendant’s home, reveal numerous media
storage devices consistent with the one used in the Recording Device and other items with surreptitious audio
and video recording capacity. At least one additional object capable of surreptitious video recording was
seized from the defendant’s residence. A manual for another surreptitious video recording device (disguised
as a fan) was also seized. Preliminary computer forensic examination also reveals that the defendant has been
engaging in the ciiminal act of voycurisin with use of seveial devices and over a period of iine. During e
preliminary stage of the investigationi of this case numerous individuals have reported to law enforcement
officers that they believe they, also, may have been surreptitiously recorded in the changing area to the
Mikvah or the Mikvah itself.

~ Beginning on or about October 15, 2014, your Affiant Desilva determined that the defendant may be an
Associate Professor at a nearby Umversﬂy located in Towson, MD. Your Affiant confirmed through further
investigation that the defendant was indeed a full-time Associate Professor at Towson, date of hire August 12,
2009, date of tenure August 22, 2012, with an office verified in room 3139 of Towson’s College of Liberal
Arts Building in which he is believed to be the sole occupant,

On October 15, 2014, Towson University suspended all rights and privileges of the defendant at Towson
University until the government’s ongoing investigations are concluded. The University’s Administration
announced to the defendant’s students and alumni the charges and on-going criminal investigation, The
announcement asked any students that may be impacted by the on-going criminal investigation to notify the
Towson University Police Department (TUPD). Since that time, several young female students contacted
TUPD, several of whom advised that they made the trip to Kesher Israel Congregation in Washington D.C., at
the réquest of the defendant. Some participated in the bathing ritual at the Mikvah. As a result of the
forgoing, Your Affiant, along with Sergeant James Moynihan of the Towson University Police Department,
applied for a search warrant of the defendant’s office, room 3139, of Towson’s College of Liberal Arts
Building, which application was signed by a judge of the District Court of Maryland for Baltimore County,
The search warrant was executed on October 21, 2014, During the execution of the search warrant, the
following devices and items, among others, were recovered from the defendant’s office. Following seizure of
these items Your Affiant and other law enforcement agents took control of the following devices and items
and transferred possession of them to John Marsh, computer forensic analyst at the United States Attorney’s
Office in Washington. Mr. Marsh has been in possession of the following devices and items since then. The
devices and items seized from the defendant’s office at Towson University included the following:

FIVE 16-GB SD CARDS; EIGHT 8-GB SD CARDS; FOUR 4-GB SD CARDS; TWO 2-GB SD CARDS;
ONE 1-GB SD CARD; TWO 32-GB MINI-SD CARDS; TWO 8-GB MINI-SD CARDS; ONE WESTERN
DIGITAL MY PASSPORT EXTERNAL HARD DRIVE, SERIAL NUMBER WXF1E71PWCCS5; ONE
MAXTER ONE TOUCH EXTERNAL HARD DRIVE, SERIAL NUMBER 2HAPDW73; ONE 8-GB SAN
DISK CRUISER MEMORY STICK HARD DRIVE; ONE PNY 2-GB MEMORY STICK HARD DRIVE;
ONE SECUREMATE TISSUE CAMERA, SERIAL NUMBER 01TB11K0079; ONE SECUREMATE
CLOCK CAMERA; ONE DELL LAPTOP COMPUTER, MODEL 1758000, SERIAL NUMBER
32695861969; 33 FLOPPY DISKS
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CONCLUSION

Based on the foregoing facts and information, there is probable cause to believe that within the following list
of devices and items, there is evidence of the crime of voyeurism:

FIVE 16-GB SD CARDS; EIGHT 8-GB SD CARDS; FOUR 4-GB SD CARDS; TWO 2-GB SD CARDS,;

AARTEN Y TS N TR T F!"T!Tl'\ -~y

NG 1-UD o CARLY, T WO 32-U5 VNS0 CARDS, T WU o-0D MUN1-S0 CARDS; ONE WESTDRIN
DIGITAL MY PASSPORT EXTERNAL HARD DRIVE SERIAL NUMBER WXFIE71PWCCS5; ONE
MAXTER ONE TOUCH EXTERNAL HARD DRIVE, SERIAL NUMBER 2HAPDW?73; ONE 8-GB SAN
DISK CRUISER MEMORY STICK HARD DRIVE; ONE PNY 2-GB MEMORY STICK HARD DRIVE;

CLOC ERA;ONE DELL LAPTOP COMPUTER, MODEL 1758000, SERIAL NUMBE
ﬁﬁd 33 FLOPPY DISKS SEIZED BY LAW ENFORCEMENT ON OCTOBER 21, 2014, IN
ROOM 3139 OF TOWSON’S COLLEGE OF LIBERAL ARTS BUILDING, TOWSON, MARYLAND,
AND TRANSFERRED TO THE CUSTODY OF COMPUTER FORENSIC ANALYSTS AT THE UNITED
STATES ATTORNEY’S OFFICE, AND CURRENTLY IN THEIR POSSESSION

ONE SECUREMATE TISSUE CAMERA, SERIAL NUMBER 01TB11K0079; ONE SECUREMATE \%/5

Your Affiant respectfully requests that a D.C Superior Court Search Warrant be issued to search the entire
coniénts of the above-listed devz «'fo among other things, the following things:

Files, records, photographs or any other digital media which is evidence of the crime of voyeurism.
These may be secreted in computer software consisting of digital information, which can be
interpreted, by a computer ard any of its related components to direct the way they work. Software
is stored in electronic, magnetic, optical, or other digital form. It corhmonly includes programs to
run operating systems, applications (like word-processing, graphics, or spreadsheet programs),
utilities, compilers, interpreters, and communications programs. Any files, photographs or other
records created by these programs.

Computer-related documentation consisting of written, recorded, printed, or
electronically stored material, which explains or illustrates how to configure or use the
computer hardware, software, or other related items.

Computer passwords and other data security devices that are designated to restrict access
to or hide computer software, documentation, or data. Data security devices may consist
of hardware, software, or other programming code. A password usually operates as a sort
of digital key to “unlock” particular data security devices. Data security hardware may
include encryption devices, chips, and circuit boards. Data security software or digital
codes may include programming code that creates “test” keys or “hot” keys, which
perform user-defined security-related functions when activated. Data security software
or code which might also encrypt, compress, hide or “booby-trap” protected data to make
it inaccessible or unreadable as well as reverse the process to restore the data.

Logs of electronic communications, disks of communications, hard copies of
communications, audio cassette tapes of communications, calendars, appointment books,
telephone number lists, incoming and outgoing facsimile messages, and any

documentation, telephone records.
4 /&p %
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The terms “records,” “documents,” and “materials” include all of the foregoing items of
evidence in whatever form and by whatever means such records, documents, or materials,
their drafters, or their modifications may have been created or stored, including, but not
limited to, any handmade form (such as writing, drawing, painting, with any implement
on any surface, directly or indirectly); any- photographic form (such as microfilm,
microfiche, prints, slides, negatives, videotapes, motion pictures, photocopies); any
mechauical funn (Sucil as lape recordings, casseiies, compaci discs, or any information
on an electronic or magnetic storage device, such as floppy diskettes, hard disks, zip
disks, CD-ROMs, optical discs, printer buffers, smart cards, memory calculators,
electronic dialers, Bernoulli drives, or electronic notebooks, as well as printouts or

readouts from magnetic storage devices).

< v { L. 22— AvsHt

3 1 T \“-—‘______ ~
7 Affiant &/ United StatesAttojndy”
Detective George Desilva @n
Second District Detectives Office
Subscribed and sworn to me this QQ)’L%’ day of @O@) - ,2014
Q,OWV\ ?/QQQ‘”W
Judge

Superzor Court of the District of Columbia
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SUPERIOR COURT OF THE DISTRICT OF COLUMBIA
SEARCH WARRANT

TO: THE CHIEF OF POLICE OR ANY AUTHORIZED AGENT OF THE METROPOLITAN POLICE DEPARTMENT

(Specific Law Enforcement Officer or Classification of Officer of the Metropolitan Police Department or other Authorized Agency}

Affidavit, herewith attached, having been made beforeme by Detective George Desilva Of The Second District

Investigative Unit that he has probable cause fo believe
that on the (person) (premises) (vehicle) {object) known as The entire device known as a
WESTERN _DIGITAL MY PASSPORT EXTERNAL HARD DRIVE. THE DEVICE BEARS A SERIAL NUMBER OF:
WXEETAPWOCE  Ser g eD By ldw infopermen™ oft  Ocfs pon 22009 7 4 fovr
2135 ot Jowssn's Odilese of Lobhoesl nts [unllecny, 7ouSme, Marglyec’
in the District of Columbia, there is now being concedfed certain property, _To include images, videos, prOtographic or video imagés,
And any other digital files stored on the device or its memory card or cards
oA T R4S Ftnfloel 73 THC Cusinely o Copiropufon ot sin Ags lys 7o

W AT T He CUniland 57871 A7t el e T7o0 f oief Pirirtese ¥y 20 7 Finot
pﬁffmﬁf?/‘w f -

whichis _Property which constitutes the commission of a criminal offense and evidence of Voyeurism (22-3531)  and as | am satisified
{Alleged grounds for seizure)

that there is probable cause to believe that the property so described is being concealed on the above designated (person) {premises)
{vehicle) (object) and that the foregoing grounds for issuance of the warrant exist.

152314

YOU ARE HEREBY AUTHORIZED within 10 days of the date of issuance of this warrant to search in the daytimelat any time of the
day or night, the designated (person) (premises} (vehicle) (object) for the property specified and if the property be found there.

YOU ARE COMMANDED TO SEIZE IT, TO WRITE AND SUBSCRIBE an inventory of the property seized, to leave a copy of this
warrant and return Lc)é;we, a further copy of this warrant and return with the Court on the next Court day after its execution.

Issued this Q} day of M ’ , 20 1Y% g,g% Q7

Judge, Superior Court of the District of Columbia

RETURN
I received the above detailed warrant o1 , 20 and have executed it as follows:
On . 20 , at M., | searched the
(person) (premises) (vehicles) (object) described in the warrant and | left a copy of the warrant and return with
properly posted,
{Name of person searched or owner, octupant, custodian or person present at place of search}
The following Is an inventory of the property taken pursuant to this warrant:
This inventory was made in the presence of
I swear that this Is a true and detaited account of all property taken by me under this warrant.
Executing Officer
20

Subscribed and sworn to before me this day of ,

Judge, Superior Court of the District of Columbia

Formn CD{17)-1055 { Mar, £9
DZTIAWH-238 Susamared e yray, o, 160 11 5o bomr
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METROPOLITAN POLICE DEPARTMENT
Washington, D.C. :
AFFIDAVIT IN SUPPORT OF AN APPLICATION FOR A SEARCH WARRANT
Superior Court of the District of Columbia

THE PROPERTY TO BE SEARCHED IS: FIVE 16-GB SD CARDS; EIGHT 8-GB SD

FULATITYL, TIATTIT A AT GO A A TG, I raes ~ CITS /4 FYTT . AR TT 1 T Il e b
M AINLA AN PN EY 10 AN, LYY S .&ruu L \_/ri.t\uo NANLL AT KD DU AL,

TWO 32-GB MINI-SD CARDS; TWO 8-GB MINI-SD CARDS (ONE WESTERNJ’Z

GITAL MY PASSPORT EXTERNAL HARD DRIVE, SERIAL NUMBER
WXFIE7IPWCCS; ONE MAXTER ONE TOUCH EXTERNAL HARD DRIVE, .
SERIAL NUMBER ZHAPDW73; ONE 8-GB SAN DISK CRUISER MEMORY STICK
HARD DRIVE; ONE PNY 2-GB MEMORY STICK HARD DRIVE; ONE
SECUREMATE TISSUE CAMERA, SERIAL NUMBER 01TB11K0079; ONE
SECUREMATE CLOCK CAMERA; ONE DELL LAPTOP COMPUTER, MODEL
1758000, SERIAL NUMBER 32695861969; 33 FLOPPY DISKS SEIZED BY LAW
ENFORCEMENT ON OCTOBER 21, 2014, IN ROOM 3139 OF TOWSON’S
COLLEGE OF LIBERAL ARTS BUILDING TOWSON, MARYLAND, AND
TRANSFERRED TO THE CUSTODY OF COMPUTER FORENSIC ANALYSTS AT
THE UNITED STATES ATTORNEY’S OFFICE, AND CUR_R_ENTLY IN THEIR
POSSESSION

AFFIANT INFORMATION: Your affiant in this matter is Detective George Desilva of the Metropolitan
Police Department’s Second District Detective Unit.

Your affiant has been a sworn member of the Metropolitan Police Department for approximately 25 years. |
am currently a Detective Grade Two, assigned to the Second District Investigative Unit. I have been assigned
to the Intelligence Unit, Homicide Branch Sixth and Seventh District Investigative Unit and the Second
District Investigative Unit and have been a detective for approximately 14 years. Over the past 25 years, I
have been involved in hundreds of investigations and arrests of individuals for criminal offenses. In addition,
I have been involved in obtaining and executing numerous search warrants.

The information in this affidavit is based on my personal knowledge and review electronic devices including a
SD card, of records, documents, and other physical evidence obtained during this investigation, as well as
information conveyed to me by other law enforcement officials. The information in this affidavit is also based
on information I learned from John Marsh, a computer forensic examiner employed with the United States
Attorney’s Office. This affidavit does not include each and every fact known to the government but only
those necessary to support a finding of probable cause.

STATEMENT OF FACTS:

In the late evening of October 13, 2014, a Second District Metropolitan Police Department (MPD)
Investigator applied for, and obtamed an emergency D.C. Superior Court search warrant to examine the

contents of an audio and video recording device which had been disguised as a digital clock radio (hereinafter -

referred to as the “Recording Device”). MPD obtained the Recording Device from an individual who
retrieved it on October 12, 2014, from the changing/showering area in the basement of the National Capital

- AD \V
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Mikvah, 1308 28" Street, N.W., Washington, D.C., which changing/showering area is connected to a room
with a Jewish ritual bath (also known as a “Mikvah”) (the Mikvah is the National Capital Mikvah). An
individual associated with the Mikvah informed MPD that IT had previously seen the defendant Barry
Freundel (DOB 12/16/51, PDID 686097), the Rabbi at Kesher Israel Congregation at 2801 N, Street, NW,
Washington, D.C., which is across a courtyard from, and affiliated with, the National Capital Mikvah,
plugging in and operating what looked like the Recording Device in the changing/showering area of the
Mikval. 11 Gid bt kuow Giat i Recording Device was anyihing other ihan a digital clock radio and only
learned of its recording capacity on October 12, 2014, The Mikvah located at this location is across the
courtyard from, and affiliated with, the Jéwish synagogue, Kesher Israel. The female members of the Kesher
Israel Synagogue, and individuals going through an Orthodox Jewish conversation process, frequently use the
facilities at the National Capital Mikvah.

Your Affiant, along with a forensic computer examiner, viewed the audio and video contents of the Recording
Device pursuant to the execution of the search warrant. Through open source databases and information
obtained from an individual associated with the Mikvah, Your Affiant was able to identify the defendant as
being the person depicted in the Recording Device setting up and manipulating the Recording Device which
Recording Device surreptitiously and secretively captured at least six women totally or partially undressed and
changing clothes without these women’s knowledge and consent.

The defendant is seen on numerous occasions setting up and operating the Recording Device in the showering
and changing area connected to the Mikvah. The defendant is seen positioning the Recording Device so that it
faced the shower and, by so doing, the Recording Device was able to capture unsuspecting women totally or
~partially undressed or changing clothes without their knowledge and consent.

Three videos on the Recording Device dated Jupe 2, 2014, capture two women separately partially undressing
or changing clothes in the changing/showering room. Neither woman appears to know that she is being
recorded by the Recording Device. :

Again on September 13, 2014 (which date is reflected on the video) the defendant is seen manipulating the
Recording Device while pointing the camera directly toward his face. His voice is heard on the recording,
The Defendant appears to be correcting the Recording Device’s displayed time before positioning it on the
counter facing the shower stall area. Four women captured in approximately six videos totally or partially
undressed or changing clothes before taking a shower. Each is in the room individually. They are shown
without clothing before entering the shower. The video captures them exiting the shower and drying off
before getting dressed. Through my observations of the Recording Device it appears that these women do not
know that the Recording Device is, in fact, recording them and that they are being recorded as they are
undressing. There is no indication that the six women depicted changing and partially or totally naked
consented to having their naked body photographed.

A file dated October 6, 2014, depicts the defendant again placing the camera in the changing room facing the
shower room. Later that same date a video confirms information obtained from the individual associated with
the Mikvah who recovered the camera from the changing/showering room. The date stamp at this instant was
approximately six days prior to the actual date, thus the date on the video may not be accurate.

On October 14, 2014, a D.C. Supetior Court Search Warrant was executed at the defendant’s residence at
3026 O. Street, NW, Washington, D.C. At that time, the defendant was also arrested. Located at the

> AL
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defendant’s residence, in his bedroom, was the manual for the Recording Device. Preliminary computer
forensic examinations, and analysis of other items seized from the defendant’s home, reveal numerous media
storage devices consistent with the one used in the Recording Device and other items with surreptitious audio
~ and video recording capacity. At least one additional object capable of surreptitious video recording was
seized from the defendant’s residence. A manual for another surreptitious video recording device (disguised
as a fan) was also seized. Preliminary computer forensic examination also reveals that the defendant has been
Giigagiing iu the Griiinal act of voyewls with use of several devices and over a period of time. During the
preliminary stage of the investigation of this case numerous individuals have reported to law enforcement
officers that they believe they, also, may have been surreptitiously recorded in the changing area to the
Mikvah or the Mikvah itself.

* Beginning on or about October 15, 2014, your Affiant Desilva determined that the defendant may be an
Associate Professor at a nearby University located in Towson, MD. Your Affiant confirmed through further
investigation that the defendant was indeed a fuli-time Associate Professor at Towson, date of hire August 12,
2009, date of tenure August 22, 2012, with an office verified in room 3139 of Towson’s College of Liberal
Arts Building in which he is believed to be the sole occupant.

On October 15, 2014, Towson University suspended all rights and privileges of the defendant at Towson
University until the government’s ongoing investigations are concluded. The University’s Administration
announced to the defendant’s students and alumni the charges and on-going criminal investigation. The
announcement asked any students that may be impacted by the on-going criminal investigation to notify the
Towson University Police Department (TUPD). Since that time, several young female students contacted
TUPD, several of whom advised that they made the trip to Kesher Israel Congregation in Washington D.C., at
the request of the defendant.. Some participated in the bathing ritual at the Mikvah. As a result of the
forgoing, Your Affiant, along with Sergeant James Moynihan of the Towson University Police Department,
applied for a search warrant of the defendant’s office, room 3139, of Towson’s College of Liberal Arts
Building, which application was signed by a judge of the District Court of Maryland for Baltimore County,
The search warrant was executed on October 21, 2014. During the execution of the search warrant, the
following devices and items, among others, were recovered from the defendant’s office. Following seizure of
these items Your Affiant and other law enforcement agents took control of the following devices and items

- and transferred possession of them to John Marsh, computer forensic analyst at the United States Attorney’s
Office in Washington. Mr. Marsh has been in possession of the following devices and items since then. The
devices and items seized from the defendant’s office at Towson University included the following:

FIVE 16-GB SD CARDS; EIGHT 8-GB SD CARDS; FOUR 4-GB SD CARDS; TWO 2-GB SD CARDS;
ONE 1-GB SD CARD; TWO 32-GB MINI-SD CARDS; TWO 8-GB MINI-SD CARDS; ONE WESTERN
DIGITAL MY PASSPORT EXTERNAL HARD DRIVE, SERIAL NUMBER WXF1E71PWCCS; ONE
MAXTER ONE TOUCH EXTERNAL HARD DRIVE, SERIAL NUMBER 2HAPDW73 ; ONE 8-GB SAN
DISK CRUISER MEMORY STICK HARD DRIVE; ONE PNY 2-GB MEMORY STICK HARD DRIVE;
ONE SECUREMATE TISSUE CAMERA, SERIAL NUMBER 01TB11K0079; ONE SECUREMATE
CLOCK CAMERA; ONE DELL LAPTOP COMPUTER, MODEL 1758000, SERIAL NUMBER

32695861969; 33 FLOPPY DISKS

Av lvfzzln
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CONCILUSION

Based on the foregoing facts and information, there is probable cause to believe that within the following list
of devic‘:%nd item§, there is evidence of the crime of voyeurism:
6

FIVE 16°GB SD CARDS; EIGHT 8-GB SD CARDS; FOUR 4-GB SD CARDS; TWO 2-GB SD CARDS;

CHE-GDSD CA;\_DJ TWC 32- O3 MINI-SD CARDS, TWG 8-013 MINI-S LMI\.LJDJUHL WJ_,STLR.U/ ‘ﬂ

/%> @WERML NUMBER WXF1E71PWCCS5; ONE
MAXTER ONE TOUCH EXTERNAL HARD DRIVE, SERIAL NUMBER 2HAPDW?73; ONE 8-GB SAN

DISK CRUISER MEMORY STICK HARD DRIVE; ONE PNY 2-GB MEMORY STICK HARD DRIVE;

ONE SECUREMATE TISSUE CAMERA, SERIAL NUMBER 01TB11K0079; ONE SECUREMATE

CLOCK CAMERA; ONE DELL LAPTOP COMPUTER, MODEL 1758000, SERIAL NUMBER

32695861969; 33 FLOPPY DISKS SEIZED BY LAW ENFORCEMENT ON OCTOBER 21, 2014, IN

ROOM 3139 OF TOWSON’S COLLEGE OF LIBERAL ARTS BUILDING, TOWSON, MARYLAND,

AND TRANSFERRED TO THE CUSTODY OF COMPUTER FORENSIC ANALYSTS AT THE UNITED

STATES ATTORNEY’S OFFICE, AND CURRENTLY IN THEIR POSSESSION

Your Affiant respectfully requests that a D.C Superior Court Search Warrant be issued to search the entire
contents of the above-listed devices for, among other things, the following things:

Files, records, photographs or any other digital media which is evidence of the crime of voyeurism.
These may be secreted in computer software consisting of digital information, which can be
interpreted, by a computer and any of its related components to direct the way they work. Software
is stored in electronic, magnetic, optical, or other digital form. It commonly includes programs to
run operating systems, applications (like word-processing, graphics, or spreadsheet programs),
utilities, compilers, interpreters, and communications programs. Any files, photographs or other
records created by these programs. '

N2 ieo/2211y

Computer-related documentation consisting of written, recorded, printed, or
electronically stored material, which explains or illustrates how to configure or use the
computer hardware, sofiware, or other related items.

Computer passwords and other data security devices that are designated to restrict access
to or hide computer software, documentation, or data. Data security devices may consist
of hardware, software, or other programming code.. A password usually operates as a sort
of digital key to “unlock” particular data security devices. Data security hardware may
include encryption devices, chips, and circuit boards. Data security software or digital
codes may include programming code that creates “test” keys or “hot” keys, which
perform user-defined security-related functions when activated. Data security software
or code which might also encrypt, compress, hide or “booby-trap” protected data to make
it inaccessible or unreadable as well as reverse the process to restore the data.

Logs of electromc communications, disks of communications, hard copies of
communications, audio cassette tapes of communications, calendars appointment books,
telephone number lists, incoming and outgoing facsimile messages, and any

documentation, telephone records.



U

The terms “records,” “documents,” and “materials” include all of the foregoing items of
eyidence in whatever form and by whatever means such records, documents, or materials,
their drafters, or their modifications may have been created or stored, including, but not
limited to, any handmade form (such as writing, drawing, painting, with any implement
on any surface, directly or indirectly); any photographic form (such as microfilm,
microfiche, prints, slides, negatives, videotapes, motion pictures, photocopies); any
mechanical form (such as tape recordings, casseties, compact discs, or any information
on an electronic or magnetic storage device, such as floppy diskettes, hard disks, zip
disks, CD-ROMs, optical discs, printer buffers, smart cards, memory calculators,
electronic dialers, Bernoulli drives, or electronic notebooks, as well as printouts or
readouts from magnetic storage devices).

[ A"’L Luby ens k\// D“F/%?«fmh
= l/ “MW N e United Staﬁés Attorney

Detedtive George Desilva
Second District Detectives Office

Subscribed and sworn to me this (Q%/@QJ day of C@&% © , 2014

QUWZ@Q&@

Judge
Supemor Court of the District of Columbia
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SUPERIOR COURT OF THE DISTRICT OF COLUMBIA 14 coc ¥
SEARCH WARRANT

TO: THE CHIEF OF POLICE OR ANY AUTHORIZED AGENT OF THE METROPOLITAN POLICE DEPARTMENT

(Specific Law Enforcement Officer or Classification of Officer of the Metropolitan Police Depariment or other Authorized Agency)

Affidavit, herewith attached, having been made before me by  Detective George Desilva Of The Second District
investigative Unit

that he has probable cause to believe
that on the (person) (premises) {vehicle} (object) known as The entire device known as a

SECUREMATE TISSUE CAMERA. THE DEV]CE BEARS A SERIAL NUMBER OF: OfTBﬂKOO?g
SN LN T ory. Ty s Lo Y Lopm 3137 O Towsmn's (Coliegé of”

‘[_/éa,g/t./ A7 /31,¢ é/ /JLUS%, A1ty Lopecd, Aned /mﬁ@n/,’”a Yo ds
in the District of Columbia, there is now being caﬁ&eaied certain property, 10 include images, videos, photographic or video images,
And any other digital files stored on the device or its memory card or cards

Cru570oly ot (Pon, deFore Pitto 5o t—‘ifr,q/w/‘r A7T__7re Ll el STHRoap
}47‘73’344195 etbee Ana éandcz.,,?‘w SN T st TS Sy

SES2£D r?;/ éﬁ‘?—{f

which is

Property which consfitutes the commission of a criminal offense and evidence of Voyeurism (22-3531)
{Alleged grounds for seizure}

and as | am satisified

that there is probable cause to believe that the property so described is being concealed on the above designated (person) (premises)
{vehicle) (vbject) and that the foregoing grounds for issuance of the warrant exist.

YOU ARE HEREBY AUTHORIZED within 10 days of the date of issuance of this warrant fo search in the daytime/at any time of the
day or night, the designated (person} {premises) (vehicle) (object) for the property specified and if the property be found there

YOU ARE COMMANDED TO SEIZE IT, TO WRITE AND SUBSCRIBE an inventory of the property seized, to leave a copy of this

warrant and return to file, a further cop of this warrant and return with the Court on the next Court d

after its execution.
Issued this Q:} day of

20 J & P S
/ Judge, Superlor Court of the District of Columbia

RETURN

t received the above detailed warrant o
On , 20 , at
{person) (premises) (vehicles) (object) described in the warrant and | left a copy of the warrant and return with

, 20 and ha

{Name of person searched or owner, otcupant, custodian or person present at place of search)

The following is an inventory of the property taken pursuant to this warrant:

SEN-

This inventory was made in the presence of

| swear that this is a true and detailed account of all property taken by me under this warrant.

Executing Officer
Subscribed and sworn to before me this day of

Judge, Superior Court of the District of Columbia
Form CD{17)-1065 { #ar. 3%
92794 wil- 238 xaroemated by igray. W2, pas ST e
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METROPOLITAN POLICE DEPARTMENT
- Washington, D.C.
AFFIDAVIT IN SUPPORT OF AN APPLICATION FOR A SEARCH WARRANT
Superior Court of the District of Columbia

THE PROPERTY TO BE SEARCHED IS: FIVE 16-GB SD CARDS; EIGHT 8-GB SD

UATYIRNC, FRANTTFY A /AT Gy /A TYTR, TP 708 A AT OETS T A TRINCT L VRTINS ST N Y
NAUBANEALD ) LA TTTNIAY D VORANLAD VY W AN O AN, WAENEY LT OO0 LA,

TWO 32-GB MINI-SD CARDS; TWO 8-GB MINI-SD CARDS; ONE WESTERN

DIGITAL MY PASSPORT EXTERNAL HARD DRIVE, SERIAL NUMBER

WXF1E71IPWCCS; ONE MAXTER ONE TOUCH EXTERNAL HARD DRIVE, _

SERIAL NUMBER 2ZHAPDW?73; ONE 8-GB SAN DISK CRUISER%%ORY STICK.
ON

HARD DRIVE; NY 2-GB MEMORY STICK HARD DRIVE]
@@ SECUREMATE TISSUE CAME SERIAL NUMBER 01TB11K.0079; ONE

SECUREMATE CLOCK CAMERA; ONE DELL LAPTOP COMPUTER, MODEL
1758000, SERIAL NUMBER 32695861969, 33 FLOPPY DISKS SEIZED BY LAW
ENFORCEMENT ON OCTOBER 21, 2014, IN ROOM 3139 OF TOWSON’S
COLLEGE OF LIBERAL ARTS BUILDING, TOWSON, MARYLAND, AND
TRANSFERRED TO THE CUSTODY OF COMPUTER FORENSIC ANALYSTS AT
THE UNITED STATES ATTORNEY’S OFFICE, AND CURRENTLY IN THEIR
POSSESSION

ATFFIANT INFORMATION: Your affiant in this matter is Detective George Desilva of the Metropolitan
Police Department’s Second District Detective Unit.

Your affiant has been a sworn member of the Metropolitan Police Department for approximately 25 years. I
am currently a Detective Grade Two, assigned to the Second District Investi gative Unit. I have been assigned
to the Intelligence Unit, Homicide Branch, Sixth and Seventh District Investigative Unit and the Second
District Investigative Unit and have been a detective for approximately 14 years. Over the past 25 years, [
have been involved in hundreds of investigations and arrests of individuals for criminal offenses. In addition,
I have been involved in obtaining and executing numerous search warrants.

The information in this affidavit is based on my personal knowledge and review électronic devices including a
SD card, of records, documents, and other physical evidence obtained during this investigation, as wel! as
information conveyed to me by other law enforcement officials. The information in this affidavit is also based
on information I learned from John Marsh, a computer forensic examiner employed with the United States
Attorney’s Office. This affidavit does not include each and every fact known to the government but only
those necessary to support a finding of probable cause,

STATEMENT OF FACTS:

In the late evening of October 13, 2014, a Second District Metropolitan Police Department (MPD)
Investigator applied for, and obtained, an emergency D.C. Superior Court search warrant to examine the
contents of an audio and video recording device which had been disguised as a digital clock radio (hereinafter
referred to as the “Recording Device™). MPD obtained the Recording Device from an individual who
retrieved it on October 12, 2014, from the changing/showering area in the basement of the National Capital

| e
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Mikvah, 1308 28" Street, N.W., Washington, D.C., which changing/showering area is connected to a room
with a Jewish ritual bath (also known as a “Mikvah”) (the Mikvah is the National Capital Mikvah). An
individual associated with the Mikvah informed MPD that IT had previously seen the defendant Barry
Freundel (DOB 12/16/51, PDID 686097), the Rabbi at Kesher Israel Congregation at 2801 N. Street, NW,
Washington, D.C., which is across a courtyard from, and affiliated with, the National Capital Mikvah,
plugging in and operating what looked like the Recording Device in the changing/showering area of the
Mikvan, 17 did not know ihal e Recordiug Devive was anyihing oiher ian a digiiai ciock radio and only
learned of its recording capacity on October 12, 2014. The Mikvah located at this location is across the
courtyard from, and affiliated with, the Jéwish synagogue, Kesher Isracl. The female members of the Kesher
Israel Synagogue, and individuals going through an Orthodox Jewish conversation process, frequently use the
facilities at the National Capital Mikvah.

Your Affiant, along with a forensic computer examiner, viewed the audio and video contents of the Recording
Device pursuant to the execution of the search warrant. Through open source databases and information
obtained from an individual associated with the Mikvah, Your Affiant was able to identify the defendant as
being the person depicted in the Recording Device setting up and manipulating the Recording Device which
Recording Device surreptitiously and secretively captured at least six women totally or partially undressed and
changing clothes without these women’s knowledge and consent.

The defendant is seen on numerous occasions setting up and operating the Recording Device in the showering
and changing area connected to the Mikvah. The defendant is seen positioning the Recording Device so that it
faced the shower and, by so doing, the Recording Device was able to capture unsuspecting women totally or
partially undressed or changing clothes without their knowledge and consent.

Three videos on the Recording Device dated June 2, 2014, capture two women separately pamally undressing
or changing clothes in the changing/showering room. Neither woman appears to know that she is being
recorded by the Recording Device.

Again on September 13, 2014 (which date is reflected on the video) the defendant is seen manipulating the
Recording Device while pointing the camera directly toward his face. His voice is heard on the recording,
The Defendant appears to be correcting the Recording Device’s displayed time before positioning it on the
counter facing the shower stall area. Four women captured in approximately six videos totally or partially
undressed or changing clothes before taking a shower. Each is in the room individually. They are shown
without clothing before entering the shower. The video captures them exiting the shower and drying off
before getting dressed. Through my observations of the Recording Device it appears that these women do not
know that the Recording Device is, in fact, recording them and that they are being recorded as they are
undressing. There is no indication that the six women depicted changing and partially or totally naked
consented to having their naked body photographed.

A file dated October 6, 2014, depicts the defendant again placing the camera in the changing room facing the
shower room. Later that same date a video confirms information obtained from the individual associated with
the Mikvah who recovered the camera from the changing/showering room. The date stamp at this instant was
approximately six days prior to the actual date, thus the date on the video may not be accurate.

On October 14,2014, a D.C. Superior Court Search Warrant was executed at the defendant’s residence at
3026 O. Street, NW, Washington, D.C. At that time, the defendant was also arrested. Located at the
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defendant’s residence, in his bedroom, was the manual for the Recording Device. Preliminary computer
forensic examinations, and analysis of other items seized from the defendant’s home, reveal numerous media
storage devices consistent with the one used in the Recording Device and other items with surreptitious audio
and video recording capacity. At least one additional object capable of surreptitious video recording was
seized from the defendant’s residence. A manual for another surreptitious video recording device (disguised
as a fan) was also seized. Preliminary computer forensic examination also reveals that the defendant has been
CHGARILE il WiC viimihal adl Of vuyeusisin wiili use of several devices aud over a period of iime. During the
preliminary stage of the investigation of this case numerous individuals have reported to law enforcement
officers that they believe they, also, may have been surreptitiously recorded in the changing area to the
Mikvah or the Mikvah itself.

~ Beginning on or about October 15, 2014, your Affiant Desilva determined that the defendant may be an
Associate Professor at a nearby University located in Towson, MD. Your Affiant confirmed through further
investigation that the defendant was indeed a full-time Associate Professor at Towson, date of hire August 12,
2009, date of tenure August 22, 2012, with an office verified in room 3139 of Towson’s College of Liberal
Arts Building in which he is believed to be the sole occupant.

On October 15, 2014, Towson University suspended all rights and privileges of the defendant at Towson
University until the government’s ongoing investigations are concluded. The University’s Administration
anmounced to the defendant’s students and alumni the charges and on-going criminal investigation, The
announcement asked any students that may be impacted by the on-going criminal investigation to notify the
Towson University Police Department (TUPD). Since that time, several young female students contacted
TUPD, several of whom advised that they made the trip to Kesher Israel Congregation in Washington D.C., at

- the request of the defendant. Some participated in the bathing ritual at the Mikvah. As a result of the
forgoing, Your Affiant, along with Sergeant James Moynihan of the Towson University Police Department,
applied for a search warrant of the defendant’s office, room 3139, of Towson’s College of Liberal Arts
Building, which application was signed by a judge of the District Court of Maryland for Baltimore County.
The search warrant was executed on October 21, 2014. During the execution of the search warrant, the
following devices and items, among others, were recovered from the defendant’s office. Following seizure of
these items Your Affiant and other faw enforcement agents took control of the following devices and items
and transferred possession of them to John Marsh, computer forensic analyst at the United States Attorney’s
Office in Washington. Mr. Marsh has been in possession of the following devices and items since then, The
devices and items seized from the defendant’s office at Towson University included the following:

Az | twofz2/iy

FIVE 16-GB SD CARDS; EIGHT 8-GB SD CARDS; FOUR 4-GB SD CARDS; TWO 2-GB SD CARDS;

ONE 1-GB SD CARD; TWO 32-GB MINI-SD CARDS; TWO 8-GB MINI-SD CARDS; ONE WESTERN

DIGITAL MY PASSPORT EXTERNAL HARD DRIVE, SERIAL NUMBER WXF1E71PWCCS5; ONE

MAXTER ONE TOUCH EXTERNAL HARD DRIVE, SERIAL NUMBER 2HAPDW73; ONE 8-GB SAN

DISK CRUISER MEMORY STICK HARD DRIVE; ONE PNY 2-GB MEMORY STICK HARD DRIVE;
g)@ SECUREMATE TISSUE CAMERA) SERIAL NUMBER 01TB11K0079; ONE SECUREMATE

LOCK CAMERA; UNE DE P COMPUTER, MODEL 1758000, SERIAL NUMBER

Wzs%%ww; 33 FLOPPY DISKS
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CONCLUSION

Based on the regm facts and information, there is probable cause to believe that within the following list
of device here is evidence of the crime of voyeurism:

FIVE 16- GB SD CARDS; EIGHT 8-GB SD CARDS; FOUR 4-GB SD CARDS; TWO 2-GB SD CARDS;

NN T 4 YT Y

OiNe 1-G6 50 xmu\,u 1TWO 32-00 MiliNi=SL \,,Am_fb TWO -G8 MILNI-SL \JAK.UE) ONE WESTERIN

DIGITAL MY PASSPORT EXTERNAL HARD DRIVE, SERIAL NUMBER WXF1E71PWCCS5; ONE
MAXTER ONE TOUCH EXTERNAL HARD DRIVE, SERIAL NUMBER 2HAPDW73; ONE 8-GB SAN
DISK CRUISER MEMORY STICK HARD DRIVE; ONE PNY 2-GB MEMORY STICK HARD DRIVE;
@_EIWMSEMAL NUMBER 01TB11K0079; ONE SECUREMATE
CLOCK CAMERA; ONE DELL LAPTOP COMPUTER, MODEL 1758000, SERIAL NUMBER
32695861969; 33 FLOPPY DISKS SEIZED BY LAW ENFORCEMENT ON OCTOBER 21, 2014, IN
ROOM 3139 OF TOWSON’S COLLEGE OF LIBERAL ARTS BUILDING, TOWSON, MARYLAND,
AND TRANSFERRED TO THE CUSTODY OF COMPUTER FORENSIC ANALYSTS AT THE UNITED
STATES ATTORNEY’S OFFICE, AND CURRENTLY IN THEIR POSSESSION

Your Affiant respectfully requests that a D.C Superior Court Search Warrant be issued to search the entire
contents of the above-listed devices for, among other things, the following things:

Files, records, photographs or any other digital media which is evidence of the crime of voyeurism.
These may be secreted in computer software consisting of digital information, which can be
interpreted, by a computer and any of its related components to direct the way they work. Software
is stored in electronic, magnetic, optical, or other digital form. It commmonly includes programs to
run operating systems, applications (like word-processing, graphics, or spreadsheet programs),
utilities, compilers, interpreters, and commumcatmns programs. Any files, photographs or other
records created by these programs.

Computer-related documentation consisting of written, recorded, printed, or
electronically stored material, which explains or illustrates how to configure or use the
computer hardware, software, or other related items.

Computer passwords and other data security devices that are designated to restrict access
to or hide computer software, documentation, or data. Data security devices may consist
of hardware, software, or other programming code. A password usually operates as a sort
of digital key to “unlock” particular data security devices. Data security hardware may
include encryption devices, chips, and circuit boards. Data security software or digital
codes may include programming code that creates “test” keys or “hot” keys, which
perform user-defined security-related functions when activated. Data security software
or code which might also encrypt, compress, hide or “booby-trap” protected data to make
it inaccessible or unreadable as well as reverse the process to restore the data.

Logs of electronic communications, disks of communications, hard copies of
communications, audio cassette tapes of communications, calendars, appointment books,
telephone number lists, incoming and outgoing facsimile messages, and any

documentation, telephone records.
4 %D
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The terms “records,” “documents,” and “materials” include all of the foregoing items of
evidence in whatever form and by whatever means such records, documents, or materials,
their drafters, or their modifications may have been created or stored, including, but not
limited to, any handmade form (such as writing, drawing, painting, with any implement
~ onany surface, directly or indirectly); any photographic form (such as microfilm,
microfiche, prints, slides, negatives, videotapes, motion pictures, photocopies); any
sseGhanical Torm (such as lape recordings, cassertes, compaci discs, or any information
on an electronic or magnetic storage device, such as floppy diskettes, hard disks, zip
disks, CD-ROM.s, optical discs, printer buffers, smart cards, memory calculators,
electronic dialers, Bernoulli drives, or electronic notebooks, as well as printouts or
readouts from magnetic storage devices).

_ A Wa %
) __——Affiant o UM'
0 %

Detective George Desilva
Second District Detectives Office

Subscribed and sworn to me this 2L '77/\’/@ day of M ‘ , 2014
Q\,OW\Q(ZQéQ%\
U

Tudge .
Superior Court of the District of Columbia
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SUPERIOR COURT OF THE DISTRICT OF COLUMBIA W e tgs
SEARCH WARRANT

THE CHIEF OF POLICE OR ANY AUTHORIZED AGENT OF THE METROPOLITAN POLICE DEPARTMENT

{Specific Law Enforcement Officer or Classification of Officer of the Metropolitan Palice Department or other Authorized Agency)

TO:

Affidavit, herewith attached, having been made before me by  Detective George Desilva Of The Second District
Investigative Unit

that he has probable cause to believe
that on the (person) {premises) {vehicle) (object) known as

The entire device known as a
SECUREMATE CLOCK CAMERA. THE DEVICE BEARS NO SERIAL NUMBER SE/2ED 3@ 14 Aoy ;4, /Exr..e..,.;?’
o CCTD feea au c»ffaf‘f Zal flovym 343F of Zowison'S //Zaw a/“ Ly g

AL TE

LRoiilotiedd THusow Y ay L, dned TRAN et 78 7EE s 750t
in the District of Columbia, then€ is now being concealed certain Wroperty, 'To inciude images, videos, photographic or video images,

And any other digital files stored on the device or its memory card or cards

ﬁ) O Cvr i ~ta?  Foten 5: 0 Awd Lys7s

7"/?;—:1,,57 s oAhe sy Compesthy

AT THE g Te s STq%er
fur THow: 4D 55285 iny

which is

Property which constitutes the commission of a criminal offense and evidence of Voyeurism (22-3531)
(Alleged grounds for seizure)

and as | am satisified

that there is probable cause to believe that the property so described is being concealed on the above designated (person) (premises)
{vehicle} (object) and that the foregoing grounds for issuance of the warrant exist.

YOU ARE HEREBY AUTHORIZED within 10 days of the date of issuance of this warrant to search in the daytimefat any time of the
day or night, the designated (person) (premises) (vehicle) (object) for the property specified and if the property be found there

o

YOU ARE COMMANDED TO SEIZE IT, TO WRITE AND SUBSCRIBE an inventory of the property seized, o1 reave 2 copy
warrant and return to file, a further copy of this warrant and return with the Court on the next{ Court day after its execut:on

Az 12/23/19

-Issued this Qq) day of M ) 20 L4 %M"/l' ,,
Judge, Superiot Court of tﬁbistrwf Columbia.. ...
rm
RETURN ‘ © B
I received the above detailed warrant ol , 20 and have“égecuféd
On , 20 , at

(person) (premises) (vehicles) (object) described in the warrant and | left a copy of the warrant and return with

(Name of person searched or owner, cocupant, custodian o person present at place of search})

The following is an inventory of the property taken pursuant to this warrant:

HEIE

This inventory was made in the presence of

| swear that this is a true and detailed account of ali property taken bv me under this warrant.

Execufing Officer
Subscribed and sworn to before me this cay of

Judge, Superior Court of the District of Columbia
Form CD{T-1055 /Mar. 83
-2TGE WA-Z3E  hurumted iy Exrap, 3, § e g2 507 foms
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METROPOLITAN POLICE DEPARTMENT
Washington, D.C,
AFFIDAVIT IN SUPPORT OF AN APPLICATION FOR A SEARCH WARRANT
Superior Court of the District of Columbia

THE PROPERTY TO BE SEARCHED IS: FIVE 16-GB SD CARDS; EIGHT 8-GB SD

FUATITUE. TPAT TTY A T3 CUT 2 A TR TR0, AT e AL T O0es o
A% VAWPLL S K WAWE L N SV I IS § ) \./.(‘11\.!..!1.), LYY L Oar \,mJ.\JJD \Jl\U_r l \J.l..) Dj.,) \_/["S.J.w

TWO 32-GB MINI-SD CARDS; TWO 8-GB MINI-SD CARDS; ONE WESTERN
DIGITAL MY PASSPORT EXTERNAL HARD DRIVE, SERIAL NUMBER
WXFIE7TIPWCCS; ONE MAXTER ONE TOUCH EXTERNAL HARD DRIVE, .
SERIAL NUMBER 2HAPDW73; ONE 8-GB SAN DISK CRUISER MEMORY STICK

HARD DRIVE; ONE PNY 2-GB MEMORY STICK HARD DRIVE; ONE

SECUREMATE TISSUE CAMERA, SERIAL NUMBER 01TB1 1K0079@D§ ‘@/
Aj}@ﬁfﬁmm DELL LAPTOP COMPUTER, MO

1758000, SERIAL NUMBER 32695861969; 33 FLOPPY DISKS SEIZED BY LAW

ENFORCEMENT ON OCTOBER 21, 2014, IN ROOM 3139 OF TOWSON’S

COLLEGE OF LIBERAL ARTS BUILDING, TOWSON, MARYLAND, AND

TRANSFERRED TO THE CUSTODY OF COMPUTER FORENSIC ANALYSTS AT

THE UNITED STATES ATTORNEY S OFFICE, AND CURRENTLY IN THEIR
POSSESSION

AFFIANT INFORMATION: Your affiant in this matter is Detective George Desilva of the Metropolitan
Police Department’s Second District Detective Unit.

Your affiant hias been a sworn member of the Metropolitan Police Department for approximately 25 years.
am currently a Detective Grade Two, assigned to the Second District Investigative Unit. I have been assigned
to the Intelligence Unit, Homicide Branch, Sixth and Seventh District Investigative Unit and the Second
District Investigative Unit and have been a detective for approximately 14 years. Over the past 25 years, [
have been involved in hundreds of investigations and arrests of individuals for criminal offenses. In addition,
I have been involved in obtaining and executing numerous search warrants.

The information in this affidavit is based on my personal knowledge and review electronic devices including a
SD card, of records, documents, and other physical evidence obtained during this investigation, as well as
inforination conveyed to me by other law enforcement officials. The information in this affidavit is also based
on information I learned from John Marsh, a computer forensic examiner employed with the United States
Attorney’s Office. This affidavit does not include each and every fact known to the government but only
those necessary to support a finding of probable cause.

STATEMENT OF FACTS:

In the late evening of October 13, 2014, a Second District Metropolitan Police Department (MPD)
Investigator applied for, and obtained, an emergency D.C. Superior Court search warrant to examine the
contents of an audio and video recording device which had been disguised as a digital clock radio (hereinafter
referred to as the “Recording Device”). MPD obtained the Recording Device from an individual who
retrieved it on October 12, 2014, from the changing/showering area in the basement of the National Capital
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Mikvah, 1308 28™ Street, N,W., Washington, D.C., which changing/showering area is connected 1o a room
with a Jewish ritual bath (also known as a “Mikvah”) (the Mikvah is the National Capital Mikvah). An
individual associated with the Mikvah informed MPD that IT had previously seen the defendant Barry
Freundel (DOB 12/16/51, PDID 686097), the Rabbi at Kesher Israel Congregation at 2801 N, Street, NW,
Washington, D.C., which is across a courtyard from, and affiliated with, the National Capital Mikvah,
plugging in and operating what looked like the Recording Device in the changing/showering area of the
Mikvai, 1T did not know ihai ihe Recording Device was anyining oiher ihan a digitai clock radio and only
learned of its recording capacity on October 12,2014, The Mikvah located at this location is across the
courtyard from, and affiliated with, the Jéwish synagogue, Kesher Isracl. The female members of the Kesher
Israel Synagogue, and individuals going through an Orthodox Jewish conversation process, frequently use the
facilities at the National Capital Mikvah.

Your Affiant, along with a forensic computer examiner, viewed the andio and video contents of the Recording
Device pursuant to the execution of the search warrant. Through open source databases and information
obtained from an individual associated with the Mikvah, Your Affiant was able to identify the defendant as
being the person depicted in the Recording Device setting up and manipulating the Recording Device which
Recording Device surreptitiously and secretwely captured at least six women totally or partially undressed and
changing clothes without these women’s knowledge and consent.

The defendant is seen on numerous occasions setting up and operating the Recording Device in the showering
and changing area connected to the Mikvah. The defendant is seen positioning the Recording Device so that it
faced the shower and, by so doing, the Recording Device was able to capture unsuspecting women totally or
partially undressed or changing clothes without their knowledge and consent.

Three videos on the Recording Device dated June 2, 2014, capture two women separately partially undressing
or changing clothes in the changing/showering room. Neither woman appears to know that she is being
recorded by the Recording Device.

Again on September 13, 2014 (which date is reflected on the video) the defendant is seen manipulating the
Recording Device while pointing the camera directly toward his face. His voice is heard on the recording.
The Defendant appears to be correcting the Recording Device’s displayed time before positioning it on the
counter facing the shower stall area. Four women captured in approximately six videos totally or partially
undressed or changing clothes before taking a shower. Each is in the room individually. They are shown
without clothing before entering the shower. The video captures them exiting the shower and drying off
before getting dressed. Through my observations of the Recording Device it appears that these women do not
know that the Recordmg Device is, in fact, recording them and that they are being recorded as they are

- undressing. There is no indication that the six women depicted changing and partially or totally naked
consented to having their naked body photographed

A file dated October 6, 2014, depicts the defendant again placing the camera in the changing room facing the
shower room. Later that same date a video cohfirms information obtained from the individual associated with
the Mikvah who recovered the camera from the changing/showering room. The date stamp at this instant was
approximately six days prior to the actual date, thus the date on the video may not be accurate.

On October 14, 2014, a D.C. Superior Court Search Warrant was executed at the defendant’s residence at
3026 O. Street, NW, Washington, D.C. At that time, the defendant was also arrested. Located at the
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defendant’s residence, in his bedroom, was the manual for the Recording Device. Preliminary computer
forensic examinations, and analysis of other items seized from the defendant’s home, reveal numerous media
storage devices consistent with the one used in the Recording Device and other items with surreptitious audio
and video recording capacity. At least one additional object capable of surreptitious video recording was
seized from the defendant’s residence. A manual for another surreptitious video recording device (disguised
as a fan) was also seized. Preliminary computer forensic examination also reveals that the defendant has been
CHBAgLOg i e coiunal acl of voyeurisin with use of several devices and over a period of iune. During ihe
preliminary stage of the investigation of this case numerous individuals have reported to law enforcement
officers that they believe they, also, may have been surreptitiously recorded in the changing area to the
Mikvah or the Mikvah itself.

- Beginning on or about October 15, 2014, your Affiant Desilva determined that the defendant may be an
Associate Professor at a nearby University located in Towson, MD. Your Affiant confirmed through further
investigation that the defendant was indeed a full-time Associate Professor at Towson, date of hire August 12,
2009, date of tenure August 22, 2012, with an office verified in room 3139 of Towson’s College of Liberal
Arts Building in which he is believed to be the sole occupant.

On October 15, 2014, Towson University suspended all rights and privileges of the defendant at Towson
University until the government’s ongoing investigations are concluded. The University’s Administration
announced to the defendant’s students and alumni the charges and on-going criminal investigation. The
announcement asked any students that may be impacted by the on-going criminal investigation to notify the
Towson University Police Department (TUPD). Since that time, several young female students contacted
TUPD, several of whom advised that they made the trip to Kesher Israel Congregation in Washington D.C., at
the request of the defendant. Some participated in the bathing ritual at the Mikvah. As a result of the
forgoing, Your Affiant, along with Sergeant James Moynihan of the Towson University Police Department,
applied for a search warrant of the defendant’s office, room 3139, of Towson’s College of Liberal Arts
Building, which application was signed by a judge of the District Court of Maryland for Baltimore County.
The search warrant was executed on October 21, 2014. During the execution of the search warrant, the
following devices and items, among others, were recovered from the defendant’s office. Following seizure of
these items Your Affiant and other law enforcement agents took control of the following devices and items
and transferred possession of them to John Marsh, computer forensic analyst at the United States Attorney’s
Office in Washington. Mr. Marsh has been in possession of the following devices and items since then. The
devices and items seized from the defendant’s office at Towson University included the following:

FIVE 16-GB SD CARDS; EIGHT 8-GB SD CARDS; FOUR 4-GB SD CARDS; TWO 2-GB SD CARDS;
ONE 1-GB SD CARD; TWO 32-GB MINI-SD CARDS; TWO 8-GB MINI-SD CARDS; ONE WESTERN
DIGITAL MY PASSPORT EXTERNAL HARD DRIVE, SERIAL NUMBER WXF1E71PWCCS; ONE

MAXTER ONE TOUCH EXTERNAL HARD DRIVE, SERIAL NUMBER 2HAPDW?73; ONE 8-GB SAN

DISK. CRUISER MEMORY STICK HARD DRIVE; ONE PNY 2-GB MEMORY ST DRIVE,
ONE SECUREMATE T CAMERA, SERIAL NUMBER 01TB11K0079¢ONE SECUREMATE ‘/?é?\

(LCLOCK C ONE DELL LAPTOP COMPUTER, MODEL 1758000, SERTAL NUMBER

32695861969; 33 FLOPPY DISKS
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Based on the foregoing facts and information, there is probable cause to believe that within the following list
of devicegand itemy! there is evidence of the crime of voyeurism:

FIVE 16-GB SD CARDS; EIGHT 8- GB SD CARDS; FOUR 4-GB SD CARDS; TWO 2-GB SD CARDS;

ARTTY AU QTN A TYTN, T . e p—
ONE 1-GB 5D CARD, TWC 32-0B MINI-SD CARDS; TWO 8-0UD itiNi-SD CARDS; ONE WESTERN

DIGITAL MY PASSPORT EXTERNAL HARD DRIVE, SERIAL NUMBER WXF1E71PWCCS; ONE
MAXTER ONE TOUCH EXTERNAL HARD DRIVE, SERIAL NUMBER 2HAPDW73; ONE 8- GB SAN
DISK CRUISER MEMORY STICK HARD DRIVE ONE PNY 2- GB MEMORY

32695861969,
ROOM 3139 OF TOWSON’S COLLEGE OF LIBERAL ARTS BUILDING, TOWSON, MARYLAND
AND TRANSFERRED TO THE CUSTODY OF COMPUTER FORENSIC ANALYSTS AT THE UNITED
STATES ATTORNEY’S OFFICE, AND CURRENTLY IN THEIR POSSESSION

Your Affiant respectfully requests that a D.C Superior Court Search Warrant be issued to search the entire
contents of the above-listed devices for, among other things, the following things:

Files, records, photographs or any other digital media which is evidence of the crime of voyeurism.
These may be secreted in computer software consisting of digital information, which can be
interpreted, by a computer and any of its related components to direct the way they work. Software
is stored in electronic, magnetic, optical, or other digital form. It commonly includes programs to
run operating systems, applications (like word-processing, graphics, or spreadsheet programs),
utilities, compilers, interpreters, and communications programs. Any files, photographs or other
records created by these programs.

Computer-related documentation consisting of written, recorded, printed, or
electronically stored material, which explains or illustrates how to configure or use the
computer hardware, software, or other related items.

Computer passwords and other data security devices that are designated to restrict access
to or hide computer software, documentation, or data. Data security devices may consist
of hardware, software, or other programming code. A password usually operates as a sort
of digital key to “unlock” particular data security devices. Data security hardware may
include encryption devices, chips, and circuit boards. Data security software or digital
codes may include programming code that creates “test” keys or “hot” keys, which
perform user-defined security-related functions when activated. Data security software
or code which might also encrypt, compress, hide or “booby-trap” protected data to make
it inaccessible or unreadable as well as reverse the process to restore the data.

Logs of electronic communications, disks of communications, hard copies of
communications, audio cassette tapes of communications, calendars, appointment books,
telephone number lists, incoming and outgoing facsimile messages, and any
documentation, telephone records.

Dy,

FLOPPY DISKS SEIZED BY LAW ENFORCEMENT ON OCTOBER 21, 2014, IN %5/
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The terms “records,” “documents,” and “materials” include all of the foregoing items of
evidence in whatever form and by whatever means such records, documents, or materials,
their drafters, or their modifications may have been created or stored, including, but not
limited to, any handmade form (such as writing, drawing, painting, with any implement
on any surface, directly or indirectly); any photographic form (such as microfilm,
microfiche, prints, slides, negatives, videotapes, motion pictures, photocopies); any
weiasival foon (such as lape recordings, casseiies, compact discs, or any information
on an electronic or magnetic storage device, such as floppy diskettes, hard disks, zip
disks, CD-ROMs, optical discs, printer buffers, smart cards, memory calculators,
electronic dialers, Bernoulli drives, or electronic notebooks, as well as printouts or
readouts from magnetic storage devices).

4 Ao > AUS
d ZAffiant ' ¢/ United St@rd&y
Detective George Desilva
Second District Detectives Office

Subscribed and sworn to me this &ﬁ?/\%day of M N , 2014

%/_.%
v i Judge
Superior Court of the District of Columbia

tef23 )y
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SUPERIOR COURT OF THE DISTRICT OF COLUMBIA

SEARCH WARRANT
TO: THE CHIEF OF POLICE OR ANY AUTHORIZED AGENT OF THE METROPOLITAN POLICE DEPARTMENT

(Specific taw Enforcement Officer or Classification of Officer of the Metropolitan Police Department or other Authorized Agency}

Affidavit, herewith attached, having been made before me by  Detective George Desilva Of The Second District
Investigative Unit that he has probable cause to believe
that on the {person) (premises) (vehicle) {object) known as The entire device known as a
FIVE 16-GB SD CARDS; EIGHT 8-GB SD CARDS: FOUR 4-GB SD CARDS; TWO 2-GB SD CARDS; ONE 1-GB SD CARD:
TWO 32-GB MiINI SD CARDS; TWO 8-GB MiNI-SD CARDS. THE DEVICES BEAR NO SERIAL NUMBERS
SElzEn By Liw En Fonge teeiTt on) cr7obes 2{ IOy, T flopm 3135 e ft
in the District of Columbia, there is now being concealed certain property, 10 include images, vidéos, photographic or video | images,

And any other digital files stored on the device or its memory card or cards

Towisen's Collttar of Z o benat Ans ﬁulW
}‘@M/ Tl Tt Crpsloh) of Crnm pufols ot Hinlyshs a1

THA phrs oo STHR g 477%20&,«; Lo pzess Cecnrdenf o THes

?()_S eSSy ents
which is Property which constitutes the commission of a criminal offense and evidence of Voyeurism (22-3531)  and as | am satisified

{Alleged grounds for selzure)

that there is probable cause to believe that the property so described is being concealed on the above designated {person) (premises)
(vehicte) (object) and that the foregoing grounds for issuance of the warrant exist.

YOU ARE HEREBY AUTHORIZED within 10 days of the date of issuance of this warrant to search in the daytime/at any. t:me of the
day or night, the designated (person} (premises) {vehicle) (object} for the property specified and if the property be fouﬁd there P

A2 (2f23/s¢

warrant and return to fl? a further copy of thls warrant and return with the Court on the next Court day after it
Issued this D_Q) ay of “ . 20 j

RETURN
| received the above detailed warrant o . 20 and have gx,ecutéd ftz;és.fbliows
On , 20 , at W M., | séarchigd the
{person) {(premises) (vehicles) {object) described in the warrant and | left a copy of the warrant and return with
properly posted.
{Name of person searched or owner, occupant, custodian or person present at place of search)
The following is an inventory of the property taken pursuant to this warrant:
This inventory was made in the presence of
i swear that this is a true and detailed account of all property taken by me under this warrant.
Executing Officer
Subscribed and sworn to before me this day of , 20

Judge, Superior Court of the District of Columbia

Form CD{IT)1055 I Mar. §9
2794 Wil 238 turumorad iy Bgrap, T, i g ET imme
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METROPOLITAN POLICE DEPARTMENT
Washington, D.C.
AFFIDAVIT IN SUPPORT OF AN APPLICATION FOR A SEARCH WARRANT

Superior Court of the District of Columbia
%p THE PROPERTY TO BE SEARCHED IS: FIVE 16-GB SD CARDS; EIGHT 8- GB@

v CARDS; FOUR 4-GB SD CARDS; TWO 2-GB 5D CARDS; ONE 1-GB 5D CARID,
\Q{WO 32-GB MINI-SD CARDS; TWO 8-GB MINI-SD CARDS{ ONE WESTERN

DIGITAL MY PASSPORT EXTERNAL HARD DRIVE, SERIAL NUMBER
WXFIE71PWCCS; ONE MAXTER ONE TOUCH EXTERNAL HARD DRIVE, 7
SERIAL NUMBER 2HAPDW73; ONE 8-GB SAN DISK CRUISER MEMORY STICK
HARD DRIVE; ONE PNY 2-GB MEMORY STICK HARD DRIVE; ONE
SECUREMATE TISSUE CAMERA, SERIAL NUMBER 01TB11K0079; ONE
SECUREMATE CLOCK CAMERA; ONE DELL LAPTOP COMPUTER, MODEL

- 1758000, SERIAL NUMBER 32695861969; 33 FLOPPY DISKS SEIZED BY LAW
ENFORCEMENT ON OCTOBER 21, 2014, IN ROOM 3139 OF TOWSON’S
COLLEGE OF LIBERAL ARTS BUILDING, TOWSON, MARYLAND, AND
TRANSFERRED TO THE CUSTODY OF COMPUTER FORENSIC ANALYSTS AT
THE UNITED STATES ATTORNEY'S OFFICE, AND CURRENTLY IN THEIR
POSSESSION

AFFIANT INFORMATION: Your affiant in this matter is Detective George Desilva of the Metropolitan
Police Department’s Second District Detective Unit.

Your affiant has been a sworn member of the Metropolitan Police Department for approximately 25 years. I
am currently a Detective Grade Two, assigned to the Second District Investigative Unit. I have been assigned
to the Intelligence Unit, Homicide Branch, Sixth and Seventh District Investigative Unit and the Second
District Investigative Unit and have been a detective for approximately 14 years. Over the past 25 years, |
have been involved in hundreds of investigations and arrests of individuals for criminal offenses. In addition,
I have been involved in obtaining and executing numerous search warrants.

The information in this affidavit is based on my personal knowledge and review electronic devices including a
SD card, of records, documents, and other physical evidence obtained during this investigation, as well as
information conveyed to me by other law enforcement officials. The information in this affidavit is also based
on information I learned from John Marsh, a computer forensic examiner employed with the United States
Attorney’s Office. This affidavit does not include each and every fact known to the government but only
those necessary to support a finding of probable cause.

STATEMENT OF FACTS:

In the late evening of October 13, 2014, a Second District Metropolitan Police Department (MPD)
Investigator applied for, and obtained, an emergency D.C. Superior Court search warrant to examine the
contents of an audio and video recording device which had been disguised as a digital clock radio (hereinafter
referred to as the “Recording Device™). MPD obtained the Recording Device from an individual who
retrieved it on October 12, 2014, from the changing/showering area in the basement of the National Capital
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Mikvah, 1308 28" Street, N.W., Washington, D.C., which changing/showering area is connected to a room
with a Jewish ritual bath (also known as a “Mikvah”) (the Mikvah is the National Capital Mikvah). An
individual associated with the Mikvah informed MPD that IT had previously seen the defendant Barry
Freundel (DOB 12/16/51, PDID 686097), the Rabbi at Kesher Israel Congregation at 2801 N. Street, NW,
Washington, D.C., which is across a courtyard from, and affiliated with, the National Capital Mikvah,
plugging in and operating what looked like the Recording Device in the changing/showering area of the
Mikvall, IT did not know that the Recording Device was anyihing other than a digital clock radio and only
learned of its recording capacity on October 12, 2014, The Mikvah located at this location is across the
courtyard from, and affiliated with, the Jewish synagogue, Kesher Israel. The female members of the Kesher
Israel Synagogue, and individuals going through an Orthodox Jewish conversation process, frequently use the
facilities at the National Capital Mikvah.

Your Affiant, along with a forensic computer examiner, viewed the audio and video contents of the Recording
Device pursuant to the execution of the search warrant. Through open source databases and information
obtained from an individual associated with the Mikvah, Your Affiant was able to identify the defendant as
being the person depicted in the Recording Device setting up and manipulating the Recording Device which
Recording Device surreptitiously and secretively captured at least six women totally or partially undressed and
changing clothes without these women’s knowledge and consent.

The defendant is seen on numerous occasions setting up and operating the Recording Device in the showering
and changing area connected to the Mikvah. The defendant is seen positioning the Recording Device so that it
faced the shower and, by so doing, the Recording Device was able to capture unsuspecting women totally or
partially undressed or changing clothes without their knowledge and consent.

Three videos on the Recording Device dated June 2, 2014, capture two women separately partially undressing
or changing clothes in the changing/showering room. Neither woman appears to know that she is being
recorded by the Recording Device.

Again on September 13, 2014 (which date is reflected on the video) the defendant is seen manipulating the
Recording Device while pointing the camera directly toward his face. His voice is heard on the recording.
The Defendant appears to be correcting the Recording Device’s displayed time before positioning it on the
counter facing the shower stall area. Four women captured in approximately six videos totally or partially
undressed or changing clothes before taking a shower. Each is in the room individually. They are shown
without clothing before entering the shower. The video captures them exiting the shower and drying off
before getting dressed. Through my observations of the Recording Device it appears that these women do not
know that the Recording Device is, in fact, recording them and that they are being recorded as they are
undressing. There is no indication that the six women depicted changing and partially or totally naked
consented to having their naked body photographed.

A file dated October 6, 2014, depicts the defendant again placing the camera in the changing room facing the
shower room. Later that same date a video confirms information obtained from the individual associated with
the Mikvah who recovered the camera from the changing/showering room. The date stamp at this instant was
approximately six days prior to the actual date, thus the date on the video may not be accurate.

On October 14, 2014, a D.C. Superior Court Search Warrant was executed at the defendant’s residence at
3026 O. Street, NW, Washington, D.C. At that time, the defendant was also arrested. Located at the
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defendant’s residence, in his bedroom, was the manual for the Recording Device. Preliminary computer
forensic examinations, and analysis of other items seized from the defendant’s home, reveal numerous media
storage devices consistent with the one used in the Recording Device and other items with surreptitious audio
" and video recording capacity. At least one additional object capable of surreptitious video recording was
seized from the defendant’s residence. A manual for another surreptitious video recording device (disguised
as a fan) was also seized. Preliminary computer forensic examination also reveals that the defendant has been
eiigaging in the criminal act of voyeuiism with use of several devices and over a period of time, During the
preliminary stage of the investigation of this case numerous individuals have reported to law enforcement
officers that they believe they, also, may have been surreptitiously recorded in the changing area to the

Mikvah or the Mikvah itself.

Beginning on or about October 15, 2014, your Affiant Desilva determined that the defendant may be an
Associate Professor at a nearby University located in Towson, MD. Your Affiant confirmed through further
investigation that the defendant was indeed a full-time Associate Professor at Towson, date of hire August 12,
2009, date of tenure August 22, 2012, with an office verified in room 3139 of Towson’s College of Liberal
Axts Building in which he is believed to be the sole occupant.

On October 15, 2014, Towson University suspended all rights and privileges of the defendant at Towson

- University until the government’s ongoing investigations are concluded. The University’s Administration
announced to the defendant’s students and alumni the charges and on-going criminal investigation. The
announcement asked any students that may be impacted by the on-going criminal investigation to notify the
Towson University Police Department (TUPD). Since that time, several young female students contacted
‘TUPD, several of whom advised that they made the trip to Kesher Israel Congregation in Washington D.C,, at
the request of the defendant. Some participated in the bathing ritual at the Mikvah. As a result of the
forgoing, Your Affiant, along with Sergeant James Moynihan of the Towson University Police Department,
applied for a search warrant of the defendant’s office, room 3139, of Towson’s College of Liberal Arts
Building, which application was signed by a judge of the District Court of Maryland for Baltimore County.
The search warrant was executed on October 21, 2014. During the execution of the search warrant, the
following devices and items, among others, were recovered from the defendant’s office. Following seizure of
these items Your Affiant and other law enforcement agents took control of the following devices and items
and transferred possession of them to John Marsh, computer forensic analyst at the United States Attorney’s
Office in Washington. Mr. Marsh has been in possession of the following devices and items since then. The
devices and items seized from the defendant’s office at Towson University included the following:

FIVE 16-GB SD CARDS; EIGHT 8-GB SD CARDS; FOUR 4-GB SD CARDS; TWO 2-GB SD CARDS;
ONE 1-GB SD CARD; TWO 32-GB MINI-SD CARDS; TWO 8-GB MINI-SD CARDS; ONE WESTERN
DIGITAL MY PASSPORT EXTERNAL HARD DRIVE, SERIAL NUMBER WXF1E71PWCCS5; ONE
MAXTER ONE TOUCH EXTERNAL HARD DRIVE, SERIAL NUMBER 2HAPDW73; ONE 8-GB SAN
DISK CRUISER MEMORY STICK HARD DRIVE; ONE PNY 2-GB MEMORY STICK HARD DRIVE;
ONE SECUREMATE TISSUE CAMERA, SERIAL NUMBER 01TB11K0079; ONE SECUREMATE
CLOCK CAMERA; ONE DELL LAPTOP COMPUTER, MODEL 1758000, SERIAL NUMBER
32695861969; 33 FLOPPY DISKS
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CONCLUSION

Based on the foregoing facts and information, there is probable cause to believe that within the following list
of devices and items, there is evidence of the crime of voyeurism:

FIVE 16-GB SD CARDS; EIGHT 8-GB SD CARDS; FOUR 4-GB SD CARDS; TWO_2-GB SD CARDS;

OINE 1-GB SD CARD; TWG 32-GB MINI-SD CARDS; TWG 8-GB MINI-SD CARDS: ONE WESTERIN

M"“‘T EXTERNAL HARD DRIVE, bmmﬁ@? 1PWCCS5; ONE
MAXTER ONE TOUCH EXTERNAL HARD DRIVE, SERIAL NUMBER 2ZHAPDW?73; ONE 8-GB SAN
DISK CRUISER MEMORY STICK HARD DRIVE; ONE PNY 2-GB MEMORY STICK HARD DRIVE;
ONE SECUREMATE TISSUE CAMERA, SERIAL NUMBER 01TB11K0079; ONE SECUREMATE
CLLOCK CAMERA; ONE DELL LAPTOP COMPUTER, MODEL 1758000, SERIAL NUMBER
32695861969; 33 FLOPPY DISKS SEIZED BY LAW ENFORCEMENT ON OCTOBER 21, 2014, IN
ROOM 3139 OF TOWSON’S COLLEGE OF LIBERAL ARTS BUILDING, TOWSON, MARYLAND,
AND TRANSFERRED TO THE CUSTODY OF COMPUTER FORENSIC ANALYSTS AT THE UNITED
STATES ATTORNEY'S OFFICE, AND CURRENTLY IN THEIR POSSESSION

Your Affiant respectfully requests that a D.C Superior Court Search Warrant be issued to search the entire
contents of the above-listed dev1ce;;2§gr amgn er things, the following things:

Files, records, photographs or any other digital media which is evidence of the crime of voyeurism.
These may be secreted in computer software consisting of digital information, which can be
interpreted, by a computer and any of its related components to direct the way they work. Software
is stored in electronic, magnetic, optical, or other digital form. It commonly includes programs to
run operating systems, applications (like word-processing, graphics, or spreadsheet programs),
utilities, compilers, interpreters, and communications programs. Any files, photographs or other
records created by these programs.

Computer-related documentation consisting of written, recorded, printed, or
electronically stored material, which explains or illustrates how to configure or use the
computer hardware, software, or other related items.

Computer passwords and other data security devices that are designated to restrict access
to or hide computer software, documentation, or data. Data security devices may consist
of hardware, software, or other programming code. A password usually operates as a sort
of digital key to “unlock”™ particular data security devices. Data security hardware may
include encryption devices, chips, and circuit boards, Data security software or digital
codes may include programming code that creates “test” keys or “hot” keys, which
perform user-defined security-related functions when activated. Data security software
or code which might also encrypt, compress, hide or “booby-trap” protected data to make
it inaccessible or unreadable as well as reverse the process to restore the data.

Logs of electronic communications, disks of communications, hard copies of
communications, audio cassette tapes of communications, calendars, appointment books,
telephone number lists, incoming and outgoing facsimile messages, and any
documentation, telephone records.
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The terms “records,” “documents,” and “materials” include all of the foregoing items of
evidence in whatever form and by whatever means such records, documents, or materials,
their drafters, or their modifications may have been created or stored, including, but not
limited to, any handmade form (such as writing, drawing, painting, with any implement
on any surface, directly or indirectly); any photographic form (such as microfilm,
microfiche, prints, slides, negatives, videotapes, motion pictures, photocopies); any
mechainical foim (such as tape recordings, casseiies, compaci discs, or any information
on an electronic or magnetic storage device, such as floppy diskettes, hard disks, zip
disks, CD-ROMs, optical discs, printer buffers, smart cards, memory calculators,
electronic dialers, Bernoulli drives, or electronic notebooks, as well as printouts or

readouts from magnetic storage devices).

Z [ Ao > —0uu | fush
4 0 —-Affiant () United Stafes Attorney

Detective George Desilva
Second District Detectives Office

Subscribed and sworn to me thisg Q?? W\day of M— , 2014

J Judge
Superior Court of the District of Columbia
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SUPERIOR COURT OF THE DISTRICT OF COLUMBIA | N
SEARCH WARRANT /4 CNC 8ES-

TO: THE CHIEF OF POLICE OR ANY AUTHORIZED AGENT OF THE METROPOLITAN POLICE DEPARTMENT

(Specific Law Enforcement Officer or Classification of Officer of the Metropolitan Police Pepartment or other Authorized Agency)

Affidavit, herewith attached, having been made before me by  Detective George Desilva Of The Second District
Investigative Unit \{ RN that he has probable cause to believe
that on the (persen) {premises) {vehicle) (object) known as The entire device knb’y&rﬁi‘ asa; . |
8-GB SAN DiSK CRUISER MEMORY STICK HARD DRIVE. THE DEVICE BEARS/NO_SERIAL NUMBER
N ST ey
N )
in the District of Columbia, there is now being concealed certain property, _T0 include Images, vidgos;, phitedraphic or video images,
And any other digital files stored on the device or its memory card orcards v, 7, 7
M 2a
&

whichis _Property which constitutes the commission of a criminal offense and evidence of Voyeurism (22-3531)  and as | am satisified
{AHeged grounds for selzure)

that there is probable cause to believe that the property so described is being concealed on the above designated {person} (premises}
{vehicle} (ohject) and that the foregoing grounds for issuance of the warrant exist.

YOU ARE HEREBY AUTHORIZED within 10 days of the date of issuance of this warrant to search in the daytimelat any time of the

day or night, the designated (person) (premises) (vehicle) (object) for the property specified and if the property be found there.

YOU ARE COMMANDED TO SEIZE IT, TO WRITE AND SUBSCRIBE an inventory of the property seized, to leave a copy of this
warrant and return to file, a further copy of this warrant and return with the Court on the next Court day after its execution,

Issued this f;”;’”"’c%y of _ (Refeden L 20 9 VoYl doin

¥ Judge, Superior Court of the District of Columbia

RETURN
| received the above detailed warrant ot , 20 and have executed it as follows:
Cn , 20 , at M., | searched the
{person) (premises) {vehicles) (object) described in the warrant and | left a copy of the warrant and return with
properly posted.
{Narme of person searched or owner, oocupant, custodian or person present at place of search)
The following is an inventory of the property taken pursuant to this warrant:
This inventory was made in the presence of
| swear that this is a true and detailed account of all property taken by me under this warrant.
Executing Officer
Subscribed and sworn fo before me this day of , 20

Judge, Suparior Court of the District of Columbia
Form $N{1Y)-1055 1 Mar. 8%
Q279 w234 Awcamared by Hyrap, T 100 peCITIREE
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METROPOLITAN POLICE DEPARTMENT
. Washington, D.C.
AFFIDAVIT IN SUPPORT OF AN APPLICATION FOR A SEARCH WARRANT
Superior Court of the District of Columbia

THE PROPERTY TO BE SEARCHED IS: FIVE 16-GB SD CARDS; EIGHT 8-GB SD

AT, ATATTTY A AT DT 0 A TYTRT T EN ) ST s W R T 0 e e o e
LML LRI TEIALY D ES UYL VY A L7V OB WAID, WINE 1SS DL CARL,

TWO 32-GB MINI-SD CARDS; TWO 8-GB MINI-SD CARDS; ONE WESTERN
DIGITAL MY PASSPORT EXTERNAL HARD DRIVE, SERIAL, NUMBER
WXF1E71PWCCS5; ONE MAXTER ONE TOUCH EXTERNAL HARD DRIVE. |
SERIAL NUMBER 2HAPDW73(ONE 8-GB SAN DISK CRUISER MEMORY STICK
ONE PNY 2-GB MEMORY ;
SECUREMATE TISSUE CAMERA, SERTAL NUMBER 01TB11K0079; ONE
SECUREMATE CLOCK CAMERA; ONE DELL LAPTOP COMPUTER, MODEL
1758000, SERIAL NUMBER 32695861969; 33 FLOPPY DISKS SEIZED BY LAW
ENFORCEMENT ON OCTOBER 21, 2014, IN ROOM 3139 OF TOWSON'S
COLLEGE OF LIBERAL ARTS BUILDING, TOWSON, MARYLAND, AND
TRANSFERRED TO THE CUSTODY OF COMPUTER FORENSIC ANALYSTS AT
THE UNITED STATES ATTORNEY’S OFFICE, AND CURRENTLY IN THEIR
POSSESSION

AFFIANT INFORMATION: Your affiant in this matter is Detective George Desilva of the Metropolitan
Police Department’s Second District Detective Unit. :

Your affiant has been a sworn member of the Metropolitan Police Department for approximately 25 years. [
am currently a Detective Grade Two, assigned to the Second District Investigative Unit. I have been assigned
to the Intelligence Unit, Homicide Branch, Sixth and Seventh District Investigative Unit and the Second
District Investigative Unit and have been a detective for approximately 14 years. Over the past 25 years, I .
have been involved in hundreds of investigations and arrests of individuals for criminal offenses. In addition,
[ have been involved in obtaining and executing numerous search warrants.

The information in this affidavit is based on my personal knowledge and review electronic devices including a
SD card, of records, documents, and other physical evidence obtained during this investigation, as well as
information conveyed to me by other law enforcement officials. The information in this affidavit is also based
on information I learned from John Marsh, a computer forensic examiner employed with the United States
Attorney’s Office. This affidavit does not include each and every fact known to the government but only
those necessary to support a finding of probable cause.

STATEMENT OF FACTS:

In the late evening of October 13, 2014, a Second District Metropolitan Police Department (MPD)
Investigator applied for, and obtained, an emergency D.C. Superior Court search warrant to examine the
contents of an audio and video recording device which had been disguised as a digital clock radio (hereinafter
referred to as the “Recording Device™). MPD obtained the Recording Device from an individual who
retrieved it on October 12, 2014, from the changing/showering area in the basement of the National Capital
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Mikvah, 1308 28" Street, N.W., Washington, D.C., which changing/showering area is connected to a room
with a Jewish ritual bath (also known as a “Mikvah”) (the Mikvah is the National Capital Mikvah). An
individual associated with the Mikvah informed MPD that IT had previously seen the defendant Barry
Freundel (DOB 12/16/51, PDID 686097), the Rabbi at Kesher Israel Congregation at 2801 N. Street, NW,
Washington, D.C., which is across a courtyard from, and affiliated with, the National Capital Mikvah,
plugging in and operating what looked like the Recording Device in the changing/showering area of the
Mikval, 1T did 0ot kuow that ihe Recording Device was anyihing otner than a digital ciock radio and only
learned of its recording capacity on October 12, 2014. The Mikvah located at this location is across the
courtyard from, and affiliated with, the Jéwish synagogue, Kesher Israel. The female members of the Kesher
Israel Synagogue, and individuals going through an Orthodox Jewish conversation process, frequently use the
facilities at the National Capital Mikvah.

Your Affiant, along with a forensic computer examiner, viewed the audio and video contents of the Recording
Device pursuant to the execution of the search warrant. Through open source databases and information
obtained from an individual associated with the Mikvah, Your Affiant was able to identify the defendant as
being the person depicted in the Recording Device setting up and manipulating the Recording Device which
Recording Device surreptitiously and secretively captured at least six women totally or partially undressed and
changing clothes without these women’s knowledge and consent.

The defendant is seen on numerous occasions sefting up and operating the Recording Device in the showering
and changing area connected to the Mikvah. The defendant is seen positioning the Recording Device so that it
faced the shower and, by so doing, the Recording Device was able to capture unsuspecting women totally or
partially undressed or changing clothes without their knowledge and consent.

Three videos on the Recording Device dated June 2, 2014, capture two women separately partially undressing
or changing clothes in the changing/showering room. Neithér woman appears to know that she is being
recorded by the Recording Device.

Again on September 13, 2014 (which date is reflected on the video) the defendant is seen manipulating the
Recording Device while pointing the camera directly toward his face. His voice is heard on the recording.
The Defendant appears to be correcting the Recording Device’s displayed time before positioning it on the
counter facing the shower stall area. Four women captured in approximately six videos totally or partially
undressed or changing clothes before taking a shower. Each is in the room individually. They are shown
without clothing before entering the shower, The video captures them exiting the shower and drying off
before getting dressed. Through my observations of the Recording Device it appears that these women do not
know that the Recording Device is, in fact, recording them and that they are being recorded as they are

- undressing. There is no indication that the six women depicted changing and partially or totally naked
consented fo having their naked body photographed.

A file dated October 6, 2014, depicts the defendant again placing the camera in the changing room facing the
shower room. Later that same date a video confirms information obtained from the individual associated with
the Mikvah who recovered the camera from the changing/showering room. The date stamp at this instant was
approximately six days prior to the actual date, thus the date on the video may not be accurate.

On October 14, 2014, a D.C. Superior Court Search Warrant was executed at the defendant’s residence at
3026 O. Street, NW, Washington, D.C. At that time, the defendant was also arrested. Located at the
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defendant’s residence, in his bedroom, was the manual for the Recording Device. Preliminary computer
forensic examinations, and analysis of other items seized from the defendant’s home, reveal numerous media
storage devices consistent with the one used in the Recording Device and other items with surreptitious audio
- and video recording capacity. At least one additional object capable of surreptitious video recording was
seized from the defendant’s residence. A manual for another surreptitious video recording device (disguised
as a fan) was also seized. Preliminary computer forensic examination also reveals that the defendant has been
cigaghilg 1 e criminal acl of voyeurlsin wiin use of several devices and over a period of time. During the
preliminary stage of the investigation of this case numerous individuals have reported to law enforcement
officers that they believe they, also, may have been surreptitiously recorded in the changing area to the
Mikvah or the Mikvah itself.

- Beginning on or about October 15, 2014, vour Affiant Desilva determined that the defendant may be an
Associate Professor at a nearby University located in Towson, MD. Your Affiant confirmed through further
investigation that the defendant was indeed a full-time Associate Professor at Towson, date of hire August 12,
2009, date of tenure August 22, 2012, with an office verified in room 3139 of Towson’s College of Liberal
Arts Building in which he is believed to be the sole occupant.

On October 15, 2014, Towson University suspended all rights and privileges of the defendant at Towson

- University until the government’s ongoing investigations are concluded. The University’s Administration
announced to the defendant’s students and alumni the charges and on-going criminal investigation. The
announcement asked any students that may be impacted by the on-going criminal investigation to notify the
Towson University Police Department (TUPD). Since that time, several young female students contacted
TUPD, several of whom advised that they made the trip to Kesher Israel Congregation in Washington D.C., at
the request of the defendant. Some participated in the bathing ritual at the Mikvah. As a result of the
forgoing, Your Affiant, along with Sergeant James Moynihan of the Towson University Police Department,
applied for a search warrant of the defendant’s office, room 3139, of Towson’s College of Liberal Arts
Building, which application was signed by a judge of the District Court of Maryland for Baltimore County.
The search warrant was executed on October 21, 2014. During the execution of the search warrant, the
following devices and items, among others, were recovered from the defendant’s office. Following seizure of
these items Your Affiant and other law enforcement agents took control of the following devices and items
and transterred possession of them to John Marsh, computer forensic analyst at the United States Attorney’s
Office in Washington. Mr. Marsh has been in possession of the following devices and items since then. The
devices and items seized from the defendant’s office at Towson University included the following:

FIVE 16-GB SD CARDS; EIGHT 8-GB SD CARDS; FOUR 4-GB SD CARDS; TWO 2-GB SD CARDS;
ONE 1-GB SD CARD; TWO 32-GB MINI-SD CARDS; TWO 8-GB MINI-SD CARDS; ONE WESTERN
DIGITAL MY PASSPORT EXTERNAL HARD DRIVE, SERIAL NUMBER WXFIE7IPWCCS; ONE
MAXTER ONE TOUCH EXTERNAL HARD DRIVE, SERIAL NUMBER 2HAPDW73; ONE 8-GB SAN
DISK CRUISER MEMORY STICK HARD DRIVE; ONE PNY 2-GB MEMORY STICK HARD DRIVE;
ONE SECUREMATE TISSUE CAMERA, SERIAL NUMBER 01TB11K0079; ONE SECUREMATE
CLOCK CAMERA; ONE DELL LAPTOP COMPUTER, MODEL 1758000, SERIAL, NUMBER
32695861969, 33 FLOPPY DISKS
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CONCLUSION

Based on the forggoing facts and information, there is probable cause to believe that within the following list
of dexigesand @, there is evidence of the crime of voyeurism:

FIVE 16-GB SD CARDS; EIGHT 8-GB SD CARDS; FOUR 4-GB SD CARDS; TWO 2-GB SD CARDS;

AANRTTTE P ST CETTY ST A TR, WY PN AN

WALNLY ETNAAY O AN, L VY D OB WHNI-SD \Jhl\_LJD, TWO 6-0D MINI-S \,Amuo ONE WESTERIN
DIGITAL MY PASSPORT EXTERNAL HARD DRIVE, SERIAL NUMBER WXF1E71PWCCS5; ONE
MAXTER ONE TOUCH EXTERNAL HARD DRIVE, SERIAL NUMBER 2HAPDW7370NE 8-GB SA
DISK CRUISER MEMORY STICK HARD DRIVE)ONE PNY 2-GB MEMORY STICK%ARD; IVE;
ONE SECUREMATE TISSUE CAMERA, SERIAL NUMBER 01TB11K0079; ONE SECUREMATE
CLOCK CAMERA; ONE DELL LAPTOP COMPUTER, MODEL 1758000, SERIAL NUMBER
32695861969; 33 FLOPPY DISKS SEIZED BY LAW ENFORCEMENT ON OCTOBER 21, 2014, IN
ROOM 3139 OF TOWSON’S COLLEGE OF LIBERAL ARTS BUILDING, TOWSON, MARYLAND,
AND TRANSFERRED TO THE CUSTODY OF COMPUTER FORENSIC ANALYSTS AT THE UNITED
STATES ATTORNEY’S OFFICE, AND CURRENTLY IN THEIR POSSESSION

Your Affiant respectfully requests that a D.C Superior Court Search Warrant be issued to search the entire
contents of the above-listed des#es for, among other things, the following things:

Files, records, photographs or any other digital media which is evidence of the crime of voyeurism.
These may be secreted in computer sofiware consisting of digital information, which can be
interpreted, by a computer and any of its related components to direct the way they work. Software
is stored in electronic, magnetic, optical, or other digital form. It commonly includes programs to
run operating systems, applications (like word-processing, graphics, or spreadsheet programs),
utilities, compilers, interpreters, and communications programs. Any files, photographs or other
records created by these programs.

Computer-related documentation consisting of written, recorded, printed, or
electronically stored material, which explains or illustrates how to configure or use the
computer hardware, software, or other related items.

Computer passwords and other data security devices that are designated to restrict access
to or hide computer software, documentation, or data. Data security devices may consist
of hardware, software, or other programming code. A password usually operates as a sort
of digital key to “unlock” particular data security devices. Data security hardware may
include encryption devices, chips, and circuit boards. Data security software or digital
codes rhay include programming code that creates “test” keys or “hot” keys, which
perform user-defined security-related functions when activated. Data security software
or code which might also éncrypt, compress, hide or “booby-trap” protected data to make
it inaccessible or unreadable as well as reverse the process to restare the data,

Logs of electronic communications, disks of communications, hard copies of
communications, audio cassette tapes of communications, calendars, appointment books,
telephone number lists, incoming and outgoing facsimile messages, and any
documentation, telephone records.
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The terms “records,” “documents,” and “materials” include all of the foregoing items of
evidence in whatever form and by whatever means such records, documents, or materials,
their drafters, or their modifications may have been created or stored, including, but not
limited to, any handmade form (such as writing, drawing, painting, with any implement
on any surface, directly or indirectly); any photographic form (such as microfilm,
microfiche, prints, slides, negatives, videotapes, motion pictures, photocopies); any
mechanical form (such as tape recoidings, vasseties, colupaci discs, or any informaiion
on an electronic or magnetic storage device, such as floppy diskettes, hard disks, zZip
disks, CD-ROMs, optical discs, printer buffers, smart cards, memory calculators,
electronic dialers, Bernoulli drives, or electronic notebooks, as well as printouts or

readouts from magnetic storage devices).

C)United Stat€s to‘i’ney

Detective George Desilva
Second District Detectives Office

Subscribed and sworn to me this 2 3 al day of Ak , 2014

(\ﬁ/o’fff\@{c@é/Q&\

Judge |
Superior Court of the District of Columbia
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SUPERIOR COURT OF THE DISTRICT OF COLUMBIA

SEARCH WARRANT ' ene 1870

TO: THE CHIEF OF POLICE OR ANY AUTHORIZED AGENT OF THE METROPOLITAN POLICE DEPARTMENT

(Specific Law Enforcement Officer or Classiflcation of Officer of the Metropolitan Palice Department or other Authorized Agency)}

Affidavit, herewith attached, having been made before me by  Detective George Desilva Of The Second District
Investigative Unit

that on the (person) (premises) {vehicle) (object) known as The entire device known as a

that he has probable cause to helieve

PNY 2-GB MEMORY STICK HARD DRIVE. THE DEVICE BEARS NO SERIAL NUMBER

in the District of Columbia, there is now being concealed certain property, _To include images, videos, photographic or video images,
And any other digital files stored on the device or its memory card or cards

which is

Property which constitutes the commission of a criminal offense and evidence of Voyeurism (22-3531)  and as | am satisified
{Alleged grounds for seizure}

that there is probable cause to believe that the property so described is being concealed on the above designated (person) {premises)
{vehicle) (object) and that the foregoing grounds for issuance of the warrant exist.

YOQU ARE HEREBY AUTHORIZED within 10 days of the date of issuance of this warrant to search in {he daytimefat any time of the
day or night, the designated (person) (premises) (vehicle} (object) for the property specified and if the property be found there,

YOU ARE COMMANDED TO SEIZE 1T, TO WRITE AND SUBSCRIBE an inventory of the property seized, to leave a copy of this
warrant and return to fil

J’éﬁ, a further copy of this warrant and return with the Court on the next Court day after its execution.
Issued this “4ay of M - , 20 fLg ¢y ’Z,e,d@’é@m

4 Judge, Superfor Court of the District of Columbla
RETURN
| received the above detailed warrant o , 20 and have execufed it as follows:
On , 20 , at M., | searched the
(person) (premises) (vehicles) (object) described in the warrant and | left a copy of the warrant and return with .
properly posted.
{Name of person searched or owner, ogcupant, custodian or person present at place of search) - o " ‘,( ; .
The following is an inventory of the property taken pursuant {o this warrant: _4
s 4 O T .
—
m :
i
[—
s
™3

This inventory was made in the presence of

| swear that this is a true and detailed account of all proverty taken bv me under this warrant.

Executing Officer
Subscribed and sworn to before me this

day of o, 20

Judge, Superior Court of the Disfrict of Columbia
Forre CIO{17)-1055 7 Mar, 89
92T WO-234 twtumored by Egrap, 90, Lty gr 5 P <
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METROPOLITAN POLICE DEPARTMENT [ L( cne §7

: Washington, D.C.
AFFIDAVIT IN SUPPORT OF AN APPLICATION FOR A SEARCH WARRANT
Superior Court of the District of Columbia

THE PROPERTY TO BE SEARCHED IS: FIVE 16-GB SD CARDS; EIGHT §-GB SD

A TITSY . TV YT FTETY ST SN A TR TR ST TS A N AT

CARDS, YOUR 4-GB 5 CARDS, Two 2-GB 50 CARDS, GINE 1-00 50 CARL,
TWO 32-GB MINI-SD CARDS; TWO 8-GB MINI-SD CARDS; ONE WESTERN
DIGITAL MY PASSPORT EXTERNAL HARD DRIVE, SERIAL NUMBER
WXF1E71PWCCS5; ONE MAXTER ONE TOUCH EXTERNAL HARD DRIVE,
SERIAL NUMBER 2HAPDW73; ONE 8-GB SAN DISK. CRUISER MEMORY STIC
HARD DRIVE(ONE PNY 2-GB MEMORY STICK HARD M}ﬁ%@ %@
SECUREMATE TISSUECAMERA, SERTAL NUMBER 01TB11K0079; ONE
SECUREMATE CLOCK CAMERA; ONE DELL LAPTOP COMPUTER, MODEL
1758000, SERIAL NUMBER 32695861969; 33 FLOPPY DISKS SEIZED BY LAW
ENFORCEMENT ON OCTOBER 21,2014, IN ROOM 3139 OF TOWSON’S
COLLEGE OF LIBERAL ARTS BUILDING, TOWSON, MARYLAND, AND
TRANSFERRED TO THE CUSTODY OF COMPUTER FORENSIC ANALYSTS AT

THE UNITED STATES ATTORNEY"’S OFFICE, AND CURRENTLY IN THEIR
POSSESSION

AFFIANT INFORMATION: Your affiant in this matter is Detective George Desilva of the Metropolitan
Police Department’s Second District Detective Unit. '

Your affiant has been a sworn member of the Metropolitan Police Department for approximately 25 years, I
am currently a Detective Grade Two, assigned to the Second District Investigative Unit. I have been assigned
to the Intelligence Unit, Homicide Branch, Sixth and Seventh District Investigative Unit and the Second
District Investigative Unit and have been a detective for approximately 14 years. Over the past 25 years, I
have been involved in hundreds of investigations and arrests of individuals for criminal offenses. In addition,
I have been involved in obtaining and executing numerous search warrants.

The information in this affidavit is based on my personal knowledge and review electronic devices including a
SD card, of records, documents, and other physical evidence obtained during this investigation, as well as
information conveyed to me by other law enforcement officials. The information in this affidavit is also based
on information I learned from John Marsh, a computer forensic examiner employed with the United States
‘Attorney’s Office. This affidavit does not include each and every fact known to the government but only
those necessary to support a finding of probable cause.

STATEMENT OF FACTS:

In the late evening of October 13, 2014, a Second District Metropolitan Police Department (MPD)
Investigator applied for, and obtained, an emergency D.C. Superior Court search warrant to examine the
contents of an audio and video recording device which had been disguised as a digital clock radio (hereinafter
referred to as the “Recording Device”). MPD obtained the Recording Device from an individual who
refrieved it on October 12, 2014, from the changing/showering area in the basement of the National Capital
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AZ lef23 /14



Mikvah, 1308 28" Street, N.W., Washington, D.C., which changing/showering area is connected to a room
with a Jewish ritual bath (also known as a “Mikvah”) (the Mikvah is the National Capital Mikvah). An
individual associated with the Mikvah informed MPD that IT had previously seen the defendant Barry
Freundel (DOB 12/16/51, PDID 686097), the Rabbi at Kesher Israel Congregation at 2801 N. Street, NW,
Washington, D.C., which is across a courtyard from, and affiliated with, the National Capital Mikvah,
plugging in and operating what looked like the Recording Device in the changing/showering area of the
Mikvali, 1T did 0ot Kaow that (e Recordiig Device was auyiiing oilier inan a digifal ciock radio and oniy
learned of its recording capacity on October 12, 2014. The Mikvah located at this location is across the
courtyard from, and affiliated with, the Jewish synagogue, Kesher Israel. The female members of the Kesher
Israel Synagogue, and individuals going through an Orthodox Jewish conversation process, frequently use the
facilities at the National Capital Mikvah.

Your Affiant, along with a forensic computer examiner, viewed the audio and video contents of the Recording
Device pursuant to the execution of the search warrant. Through open source databases and information
obtained from an individual associated with the Mikvah, Your Affiant was able to identify the defendant as
being the person depicted in the Recording Device setting up and manipulating the Recording Device which
Recording Device surreptitiously and secretively captured at least six women totally or partially undressed and
changing clothes without these women’s knowledge and consent.

The defendant is seen on numerous occasions setting up and operating the Recording Device in the showering
and changing area connected to the Mikvah. The defendant is seen positioning the Recording Device so that it
faced the shower and, by so doing, the Recording Device was able to capture unsuspecting women totally or
partially undressed or changing clothes without their knowledge and consent.

Three videos on the Recording Device dated June 2, 2014, capture two women separately partially undressing
or changing clothes in the changing/showering room. Neither woman appears to know that she is' being
recorded by the Recording Device. :

Again on September 13, 2014 (which date is reflected on the video) the defendant is seen manipulating the
Recording Device while pointing the camera directly toward his face. His voice is heard on the recording.
The Defendant appears to be correcting the Recording Device’s displayed time before positioning it on the
counter facing the shower stall area. Four women captured in approximately six videos totally or partially
undressed or changing clothes before taking a shower. Each is in the room individually. They are shown
without clothing before entering the shower. The video captures them exiting the shower and drying off
before getting dressed. Through my observations of the Recording Device it appears that these women do not
know that the Recording Device is, in fact, recording them and that they are being recorded as they are
undressing. There is no indication that the six women depicted changing and partially or totally naked
consented to having their naked body photographed. :

A file dated October 6, 2014, depicts the defendant again placing the camera in the changing room facing the
shower room. Later that same date a video confirms information obtained from the individual associated with
the Mikvah who recovered the camera from the changing/showering room. The date stamp at this instant was
approximately six days prior to the actual date, thus the date on the video may not be accurate.

On Octo’ber 14,2014, a D.C. Superior Court Search Warrant was executed at the defendant’s residence at
3026 O. Street, NW, Washington, D.C. At that time, the defendant was also arrested. Located at the
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defendant’s residence, in his bedroom, was the manual for the Recording Device. Preliminary computer
forensic examinations, and analysis of other items seized from the defendant’s home, reveal numerous media
storage devices consistent with the one used in the Recording Device and other items with surreptitious audio
and video recording capacity. At least one additional object capable of surreptitious video recording was
seized from the defendant’s residence. A manual for another surreptitious video recording device (disguised
as a fan) was also seized. Preliminary computer forensic examination also reveals that the defendant has been
engaging lu the criminal aci of voyeurism with use of several devices and over a period of time. During the
preliminary stage of the investigation of this case numerous individuals have reported to law enforcement
officers that they believe they, also, may have been surreptitiously recorded in the changing area to the
Mikvah or the Mikvah itself,

~ Beginning on or about October 15, 2014, your Affiant Desilva determined that the defendant may be an
Associate Professor at a nearby University located in Towson, MD. Your Affiant confirmed through further
investigation that the defendant was indeed a full-time Associate Professor at Towson, date of hire August 12,
2009, date of tenure August 22, 2012, with an office verified in room 3139 of Towson’s College of Liberal
Arts Building in which he is believed to be the sole occupant.

On October 15, 2014, Towson University suspended all rights and privileges of the defendant at Towson
University until the government’s ongoing investigations are concluded. The University’s Administration
announced to the defendant’s students and alumni the charges and on-going criminal investigation. The
announcement asked any students that may be impacted by the on-going criminal investigation to notify the
Towson University Police Department (TUPD). Since that time, several young female students contacted
TUPD, several of whom advised that they made the trip to Kesher Israel Congregation in Washington D.C., at
the request of the defendant. Some participated in the bathing ritual at the Mikvah. As a result of the
forgoing, Your Affiant, along with Sergeant James Moynihan of the Towson University Police Department,
applied for a search warrant of the defendant’s office, room 3139, of Towson’s College of Liberal Arts
Building, which application was signed by a judge of the District Court of Maryland for Baltimore County.
The search warrant was executed on October 21, 2014. During the execution of the search warrant, the
following devices and items, among others, were recovered from the defendant’s office. Following seizure of
these items Your Affiant and other law enforcement agents took control of the following devices and items
and transferred possession of them to John Marsh, computer forensic analyst at the United States Attorney’s
Office in Washington. Mr. Marsh has been in possession of the following devices and items since then. The
devices and items seized from the defendant’s office at Towson University included the following:

FIVE 16-GB SD CARDS; EIGHT 8-GB SD) CARDS; FOUR 4-GB SD CARDS; TWO 2-GB SD CARDS;
ONE 1-GB SD CARD; TWO 32-GB MINI-SD CARDS; TWO 8-GB MINI-SD CARDS; ONE WESTERN
DIGITAL MY PASSPORT EXTERNAL HARD DRIVE, SERIAL NUMBER WXF1E71PWCC5; ONE
MAXTER ONE TOUCH EXTERNAL HARD DRIVE, SERIAL NUMBER 2HAPDW73; ONE 8-GB SAN
DISK CRUISER MEMORY STICK HARD DRIVE; ONE PNY 2-GB MEMORY STICK HARD DRIVE;
ONE SECUREMATE TISSUE CAMERA, SERIAL NUMBER 01TB11K0079; ONE SECUREMATE
CLOCK CAMERA; ONE DELL LAPTOP COMPUTER, MODEL 1758000, SERIAL NUMBER
32695861969; 33 FLOPPY DISKS
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CONCLUSION

Based on the foregoing facts and information, there is probable cause to believe that within the following list
of deviceg and itemgy, there is evidence of the crime of voyeurism:

FIVE 16-GB SD CARDS; EIGHT 8-GB SD CARDS; FOUR 4-GB SD CARDS; TWO 2-GB SD CARDS;
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DIGITAL MY PASSPORT EXTERNAL HARD DRIVE, SERIAL NUMBER WXF1E71PWCCS; ONE

MAXTER ONE TOUCH EXTERNAL HARD DRIVE, SERTAL NUMBER 2HAPDW?73; ONE 8-GB SAN @ :

DISK CRUISER MEMORY STICK HARD DRIVE;'S@\WY STICK HARD DRIVE)
ONE SECUREMATE TISSUE CAMERA, SERIAL NUMBER 0TTBITKU079; ONE SECUREMATE
CLOCK CAMERA; ONE DELL LAPTOP COMPUTER, MODEL 1758000, SERIAL NUMBER
32695861969; 33 FLOPPY DISKS SEIZED BY LAW ENFORCEMENT ON OCTOBER 21, 2014, IN
ROOM 3139 OF TOWSON’S COLLEGE OF LIBERAL ARTS BUILDING, TOWSON, MARYLAND,
AND TRANSFERRED TO THE CUSTODY OF COMPUTER FORENSIC ANALYSTS AT THE UNITED
STATES ATTORNEY’S OFFICE, AND CURRENTLY IN THEIR POSSESSION

Your Affiant respectfully requests that a D.C Superior Court Search Warrant be 1ssued to search the entire
contents of the above-listed devzce}x az@;gﬁother things, the following things:

Files, records, photographs or any other digital media which is evidence of the crime of voyeurism.
These may be secreted in computer software consisting of digital information, which can be
interpreted, by a computer and any of its related components to direct the way they work. Software
is stored in electronic, magnetic, optical, or other digital form. It commonly includes programs to
run operating systems, applications (like word-processing, graphics, or spreadsheet programs),
utilities, compilers, interpreters, and communications programs. Any files, photographs or other
records created by these programs.

Computer-related documentation consisting of written, recorded, printed, or
electronically stored material, which explains or illustrates how to configure or use the
computer hardware, software, or other related items.

Computer passwords and other data security devices that are designated to restrict access
to or hide computer software, documentation, or data. Data security devices may consist
of hardware, software, or other programming code. A password usually operates as a sort
of digital key to “unlock” particular data security devices. Data security hardware may
include encryption devices, chips, and circuit boards. Data security software or digital
codes may include programming code that creates “test” keys or “hot” keys, which
perform user-defined security-related functions when activated. Data security software
or code which might also encrypt, compress, hide or “booby-trap” protected data to make
it inaccessible or unreadable as well as reverse the process to restore the data.

Logs of electronic comumunications, disks of communications, hard copies of
communications, audio cassette tapes of communications, calendars, appointment books,
telephone number lists, incoming and outgoing facsimile messages and any
documentation, telephone records.
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The terms “records,” “documents,” and “materials” include all of the foregoing items of
evidence in whatever form and by whatever means such records, documents, or materials,
their drafters, or their modifications may have been created or stored, including, but not
limited to, any handmade form (such as writing, drawing, painting, with any implement
on any surface, directly or indirectly); any photographic form (such as microfilm,
microfiche, prints, slides, negatives, videotapes, motion pictures, photocopies); any
mechanical form (such as tape recordings, casseites, compact discs, or any information
on an electronic or magnetic storage device, such as floppy diskettes, hard disks, zip
disks, CD-ROMs, optical discs, printer buffers, smart cards, memory calculators,
electronic dialers, Bernoulli drives, or electronic notebooks, as well as printouts or
readouts from magnetic storage devices). -

, AUSA

W
4 Gﬁg’f/mﬂ/ 0 United StWrney ot
Detective George Desilva

Second District Detectives Office

2
Subscribed and sworn to me this 2 %day of CQJC)QS < , 2014
Q ﬁ)—px/\"? /&Q‘{;{?}“

Tudge
Superior Court of the District of Columbia
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SUPERIOR COURT OF THE DISTRICT OF COLUMBIA
SEARCH WARRANT ly cnve 15+

THE CHIEF OF POLICE OR ANY AUTHORIZED AGENT OF THE METROPOLITAN POLICE DEPARTMENT

T0:
{Specific Law Enforcement Officer or Classification of Officer of the Metropolitan Police Department or other Authorized Agency)

Detective George Desilva Of The Second District

Affidavit, herewith attached, having been made hefore me by
that he has probable cause to believe

Investigative Unit
that on the (person) (premises) (vehicle} (object) known as The entire device known as a
MAXTER ONE TOUCH EXTERNAL HARD DRIVE. THE DEVICE BEARS A SERIAL NUMBER OF: 2HAPDW73 S& /Z_é—"") /? 14

Lias z:’/u-i—mam sl v e TCben 2y GO, S Ry 33T o /dw.sma)
Cnlleoy 0-74 Loboaa [ Auts /_',Zuf’//g'x..g, J00) S e, M Angtlmnd, bes TRAws s Compol
in the Distffct of Columbia, there is now being concealed certain propertf, © _To include images, vides, photographic o video images,

&~ And any other digital files stored on the device or its memory card or cards
] o T A SFrely  of cf"wv;/ﬂw)%m Fomen S AT TS 4T T HEE LBl
SIHT e A7T2mal, 755 Arvg  Crrenon. K st 7/ttt IOSSESD e

Property which constitutes the commission of a criminal offense and evidence of Voyeurism (22-3531)  and as | am satisified

{Alleged grounds for seizure}

which is

that there is probable cause to believe that the property so described is being concealed on the above designated (person) (premises)
(vehicle) (object) and that the foregoing grounds for issuance of the warrant exist.

YOU ARE HEREBY AUTHORIZED within 10 days of the date of issuance of this warrant to search in the daytime/at any time of the
day or night, the designated (person) (premises) {vehicle} (object) for the property specified and if the property be found there.

YOU ARE COMMANDED TO SEIZE IT, TO WRITE AND SUBSCRIBE an inventory of the property seized, fo leave a copy of this
warrant and return to f:l a further copy of this warrant and return with the Court on the next Court dagit/c&ﬁ;?:cut;on

issued this Q? ay of < , 20 [ L€ %M\

e
{/ Judge, Superid? Gourt of the District of Columbia

RETURN
| received the above detailed warrant o1 , 20 and have executed i as follows:
On , 20 , at M., I searched the
{person) (premises) (vehicles) (object) described in the warrant and | left a copy of the warrant and return with
properly posted,
{Name of person searched or owner, occupant, custodian or person presentat place of search})
The following is an inventory of the property taken pursuant to this warrant:
This inventory was made in the presence of
I swear that this is a true and detailed account of all propertv taken by me under this warrant.
Executing Officer
, 20

Subscribed and sworn to before me this day of

Judge, Superior Court of the District of Columbia

Form CR{T)-1065 [ Mar. 9
G2TU WEZBA  turcnted by Egoap, T, iy} T
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METROPOLITAN POLICE DEPARTMENT
Washington, D.C.
AFFIDAVIT IN SUPPORT OF AN APPLICATION FOR A SEARCH WARRANT
Superior Court of the District of Columbia

THE PROPERTY TO BE SEARCHED IS: FIVE 16-GB SD CARDS; EIGHT 8-GB SD

FUATIFNCE, EIONTTITY A TS 3T /M ATITNOL, MITTA A ATy 2T A A TR A n Trs
[e7g uwu, EN U U0 D4 PN, LYY L AT IR G ALAD ONe 1-U5 S0 \_,ruu.)

TWO 32-GB MINI-SD CARDS; TWO 8-GB MINI-SD CARDS; ONE WESTERN |
DIGITAL MY PASSPORT EXTERNAL HARD DRIVE, SERIAL NUMBER [
WXF1E71PWCCSSONE MAXTER ONE TOUCH EXTERNAL HARD DRIVES £~
SERIAL NUMBER 2HAPDW73: ONE 3-0B SAN DISK CRUISER MEMORY.STICK
HARD DRIVE; ONE PNY 2-GB MEMORY STICK HARD DRIVE; ONE

SECUREMATE TISSUE CAMERA, SERIAL NUMBER 01TB11K0079; ONE
SECUREMATE CLOCK CAMERA; ONE DELL LAPTOP COMPUTER, MODEL
1758000, SERIAL NUMBER 32695861969; 33 FLOPPY DISKS SEIZED BY LAW
ENFORCEMENT ON OCTOBER 21, 2014, IN ROOM 3139 OF TOWSON’S

COLLEGE OF LIBERAL ARTS BUILDING, TOWSON, MARYLAND, AND
TRANSFERRED TO THE CUSTODY OF COMPUTER FORENSIC ANALYSTS AT

THE UNITED STATES ATTORNEY’S OFFICE, AND CURRENTLY IN THEIR
POSSESSION

AFFIANT INFORMATION: Your affiant in this matter is Detective George Desilva of the Metropolitan -
Police Department’s Second District Detective Unit.

Your affiant has been a sworn member of the Metropolitan Police Department for approximately 235 years. I
am currently a Detective Grade Two, assigned to the Second District Investigative Unit. I have been assigned
to the Intelligence Unit, Homicide Branch, Sixth and Seventh District Investigative Unit and the Second
District Investigative Unit and have been a detective for approximately 14 years. Over the past 25 years, [
have been involved in hundreds of investigations and arrests of individuals for criminal offenses. In addition,
I have been involved in obtaining and executing numerous search warrants.

The information in this affidavit is based on my personal knowledge and review electronic devices including a
SD catd, of records, documents, and other physical evidence obtained during this investigation, as well as
information conveyed to me by other law enforcement officials. The information in this affidavit is also based
on information [ learned from John Marsh, a computer forensic examiner employed with the United States
Attorney’s Office. This affidavit does not include each and every fact known to the government but only
those necessary to support a finding of probable cause.

STATEMENT OF FACTS:

In the late evening of October 13, 2014, a Second District Metropolitan Police Department (MPD)
Investigator applied for, and obtained, an emergency D.C. Superior Court search warrant to examine the
contents of an audio and video recording device which had been disguised as a digital clock radio (hereinafter
referred to as the “Recording Device™). MPD obtained the Rccordmg Device from an individual who
retrieved it on October 12, 2014, from the changing/showering area in the basement of the National Capital
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Mikvah, 1308 28" Street, N.W., Washington, D.C., which changing/showering area is connected to a room
with a Jewish ritual bath (also known as a “Mikvah”) (the Mikvah is the National Capital Mikvah). An
individual associated with the Mikvah informed MPD that IT had previously seen the defendant Barry
Freundel (DOB 12/16/51, PDID 686097), the Rabbi at Kesher Israel Congregation at 2801 N. Street, NW,
Washington, D.C., which is across a courtyard from, and affiliated with, the National Capital Mikvah,
plugging in and operating what looked like the Recording Device in the changing/showering area of the
Mikvai. 11 did 0ot Keow ihat ihe Recordlog Device was anyihing otler inan a digitai clock radio and onty
learned of its recording capacity on October 12, 2014, The Mikvah located at this location is across the
courtyard from, and affiliated with, the Jéwish synagogue, Kesher Isracl. The female members of the Kesher
Israel Synagogue, and individuals going through an Orthodox Jewish conversation process, frequently use the
facilities at the National Capital Mikvah.

Your Affiant, along with a forensic computer examiner, viewed the audio and video contents of the Recording
Device pursuant to the execution of the search warrant. Through open source databases and information
obtained from an individual associated with the Mikvah, Your Affiant was able to identify the defendant as
being the person depicted in the Recording Device setting up and manipulating the Recording Device which
Recording Device surreptitiously and secretively captured at least six women totally or partially undressed and
changing clothes without these women’s knowledge and consent.

The defendant is seen on numerous occasions setting up and operating the Recording Device in the showering
and changing area connected to the Mikvah. The defendant is seen positioning the Recording Device so that it
faced the shower and, by so doing, the Recording Device was able to capture unsuspecting women totally or
partially undressed or changing clothes without their knowledge and consent.

Three videos on the Recording Device dated June 2, 2014, capture two women separately partially undressing
or changing clothes in the changing/showering room. Neither woman appears to know that she is being
recorded by the Recording Device.

Again on September 13, 2014 (which date is reflected on the video) the defendant is seen manipulating the
Recording Device while pointing the camera directly toward his face. His voice is heard on the recording.
The Defendant appears to be correcting the Recording Device’s displayed time before positioning it on the
counter facing the shower stall area. Four women captured in approximately six videos totally or partially
undressed or changing clothes before taking a shower. Each is in the room individually. They are shown
without clothing before entering the shower. The video captures them exiting the shower and drying off
before getting dressed. Through my observations of the Recording Device it appears that these women do not
know that the Recording Device is, in fact, recording them and that they are being recorded as they are
undressing. There is no indication that the six women depicted changing and partially or totally naked
consented to having their naked body photographed.

A file dated October 6, 2014, depicts the defendant again placing the camera in the changing room facing the
shower room. Later that same date a video confirms information obtained from the individual associated with
the Mikvah who recovered the camera from the changing/showering room. The date stamp at this instant was
approximately six days prior to the actual date, thus the date on the video may not be accurate.

On October 14, 2014, a D.C. Superior Court Search Warrant was executed at the defendant’s residence at
3026 O. Street, NW, Washington, D.C. At that time, the defendant was also arrested. Located at the
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defendant’s residence, in his bedroom, was the manual for the Recording Device, Preliminary computer
forensic examinations, and analysis of other items seized from the defendant’s home, reveal numerous media
storage devices consistent with the one used in the Recording Device and other items with surreptitious audio
- and video recording capacity. At least one additional object capable of surreptitious video recording was
seized from the defendant’s residence. A manual for another surreptitious video recording device (disguised
asa fan) was also seized. Prehmmary computer forensic examination also reveals that the defendant has been
\.xLléCLEL}..Lb 111 Lnb oy llililidl a.\./L UL vuyuuu::m WLLM usé U.L bUVbiCil U\/Vlbbb C-tilu. UVEL a PGLLUU Ui Lllklb Mullilb LU‘V
preliminary stage of the investigation of this case numerous individuals have reported to law enforcement
officers that they believe they, also, may have been surreptitiously recorded in the changing area to the
Mikvah or the Mikvah itself.

* Beginning on or about October 15, 2014, your Affiant Desilva determined that the defendant may be an
Associate Professor at a nearby University located in Towson, MD. Your Affiant confirmed through further
investigation that the defendant was indeed a full-time Associate Professor at Towson, date of hire August 12,
2009, date of tenure August 22, 2012, with an office verified in room 3139 of Towson’s College of Liberal
Arts Building in which he is believed to be the sole occupant.

On October 15, 2014, Towson Umverszty suspended all rights and privileges of the defendant at Towson
University until the government’s ongoing investigations are concluded. The University’s Administration
announced to the defendant’s students and alumni the charges and on-going criminal investigation. The
announcement asked any students that may be impacted by the on-going criminal investigation to notify the
Towson University Police Department (TUPD). Since that time, several young female students contacted
TUPD, several of whom advised that they made the trip to Kesher Israel Congregation in Washington D.C., at
the request of the defendant. Some participated in the bathing ritual at the Mikvah, As aresult of the
forgoing, Your Affiant, along with Sergeant James Moynihan of the Towson University Police Department,
applied for a search warrant of the defendant’s office, room 3139, of Towson’s College of Liberal Arts
Building, which application was signed by a judge of the District Court of Maryland for Baltimore County.
The search warrant was executed on October 21, 2014. During the execution of the search warrant, the
following devices and items, among others, were recovered from the defendant’s office. Following seizure of
these items Your Affiant and other law enforcement agents took control of the following devices and items
and transferred possession of them to John Marsh, computer forensic analyst at the United States Attorney’s
Office in Washington. Mr. Marsh has been in possession of the following devices and items since then. The
devices and items seized from the defendant’s office at Towson University included the following:

FIVE 16-GB SD CARDS; EIGHT 8-GB SD CARDS; FOUR 4-GB SD CARDS; TWQ 2-GB SD CARDS;
ONE 1-GB SD CARD; TWO 32-GB MINI-SD CARDS; TWO 8-GB MINI-SD CARDS; ONE WESTERN
DIGITAL MY PASSPORT EXTERNAL HARD DRIVE, SERTAL NUMBER WXF1E71PWCCS; ONE
MAXTER ONE TOUCH EXTERNAL HARD DRIVE, SERIAL NUMBER 2HAPDW73; ONE 8-GB SAN
DISK CRUISER MEMORY STICK HARD DRIVE; ONE PNY 2-GB MEMORY STICK HARD DRIVE;
ONE SECUREMATE TISSUE CAMERA, SERTAL NUMBER 01TB11K0079; ONE SECUREMATE
CLOCK CAMERA; ONE DELL LAPTOP COMPUTER, MODEL 1758000, SERIAL NUMBER
32695861969; 33 FLOPPY DISKS
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CONCLUSION

Based on the foregoing facts and information, there is probable cause to believe that within the following hst
of devi /gﬁawitem Ws evidence of the crime of voyeurism:

FIVE 16-GB SD-CARDS; EIGHT 8-GB SD CARDS; FOUR 4-GB SD CARDS; TWO 2-GB SD CARDS;

TP MY OIT LA TRITS, TPTOIAY A AU R ATRTT 0T AN A TR T T ha kel WN P S P, e T
CNE I-GB 5D OMNLS 1YY DALY MIN-D L NN, 1 VY 0GB M-S0 L,mj\mub UINE WIS LN

DIGITAL MY PASSPORT EXTERNAL HARD DRIVE, SERIAL NUMBER WXFIE'?}PWCCS ;

AXTER ONE TOUCH EXTERNAL HARD DRIVE )SERIAL NUMBER APDY B SAN
DISK CRUISER MEMORY STICK HARD DRIVE; ONE PNY 2-GB MEMORY STICK HARD DRIVE;
ONE SECUREMATE TISSUE CAMERA, SERIAL NUMBER 01TB11K0079; ONE SECUREMATE
CLOCK CAMERA; ONE DELL LAPTOP COMPUTER, MODEL 1758000, SERIAL NUMBER
32695861969; 33 FLOPPY DISKS SEIZED BY LAW ENFORCEMENT ON OCTOBER 21, 2014, IN
ROOM 3139 OF TOWSON’S COLLEGE OF LIBERAL ARTS BUILDING, TOWSON, MARYLAND,
AND TRANSFERRED TO THE CUSTODY OF COMPUTER FORENSIC ANALYSTS AT THE UNITED
STATES ATTORNEY’S OFFICE, AND CURRENTLY IN THEIR POSSESSION

Your Affiant respectfully requests that a D.C Superior Court Search Warrant be issued to search the entire
contents of the above-listed devices for, among other things, the following things:

Files, records, photographs or any other digital media which is evidence of the crime of voyeurism.
These may be secreted in computer software consisting of digital information, which can be
interpreted, by a computer and any of its related components to direct the way they work. Software
is stored in electronic, magnetic, optical, or other digital form. It commonly includes programs to
run operating systems, applications (like word-processing, graphics, or spreadsheet programs),
utilities, compilers, interpreters, and communications programs. Any files, photographs or other
records created by these programs. |
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Computer-related documentation consisting of written, recorded, printed, or
electronically stored material, which explains or illustrates how to configure or use the
computer hardware, software, or other related items.

Computer passwords and other data security devices that are designated to restrict access
to or hide computer software, documentation, or data. Data security devices may consist
of hardware, software, or other programming code. A password usually operates as a sort
of digital key to “unlock” particular data security devices. Data security hardware may
include encryption devices, chips, and circuit boards. Data security software or digital
codes may include programming code that creates “test” keys or “hot” keys, which
perform user-defined security-related functions when activated. Data security software
or code which might also encrypt, compress, hide or “booby-trap” protected data to make
it inaccessible or unreadable as well as reverse the process to restore the data.

Logs of electronic communications, disks of communications, hard copies of
communications, audio cassette tapes of communications, calendars, appointment books,
telephone number lists, incoming and outgoing facsimile messages, and any
documentation, telephone records.
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The terms “records,” “documents,” and “materials” include all of the foregoing items of
evidence in whatever form and by whatever means such records, documents, or materials,
their drafters, or their modifications may have been created or stored, including, but not
limited to, any handmade form (such as writing, drawing, painting, with any implement
on any surface, directly or indirectly); any photographic form (such as microfilm,
microfiche, prints, slides, negatives, videotapes, motion pictures, photocopies); any
mechanicai form (such as ape recordings, cassettes, compact discs, or any information
on an electronic or magnetic storage device, such as floppy diskettes, hard disks, zip
disks, CD-ROMs, optical discs, printer buffers, smart cards, memory calculators,
electronic dialers, Bernoulli drives, or electronic notebooks, as well as printouts or
readouts from magnetic storage devices).

/ TRy SAVSA
- @ “—Affiant United State§ Attorpby
Detective George Desilva
Second District Detectives Office

Subscribed and sworn to me this Q~77 ’Lél day of CM DO L ,2014

/ Judge
Superior Court of the District of Columbia
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